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Competition law aims to ensure the proper functioning of market competition, and 
often appears to be a prerequisite for the adjustment by a developing country to the 
globalized environment. Although each country has a different background, most 
competition regimes seem to adopt similar forms of a framework for competition 
law, and this influences the implementation of competition policy. In particular, 
developing Asian countries, including those of northeast Asia, usually adopt the EU 
style of competition laws. This indicates that these countries prefer a legal structure 
that offers legal certainty and clear guidance to practitioners and undertakings, 
which is what has been established by the EU competition regime. The widespread 
influence of EU competition law also provides a mechanism for cooperation in 
enforcement between competition regimes, and this should eventually eliminate 
private restraints on trade. The acceptance of the EU model as a standard for 
fledgling competition regimes offers a route for the convergence of global 
competition laws. The ultimate purpose of this article is to discuss the recent 
developments in the Europeanization of competition laws in Korea and China, 
focusing on the competition chapters in their free trade agreements.

Keywords: convergence, competition law, northeast Asia, EU competition regime, 
economic democratization
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Competition law is generally acknowledged as a dynamic area of modern law,  

whose philosophy and content are evolving exceptionally quickly because of the rapid 

globalization of national economies. It has thus been considered as an important means 

for the development of global and national markets, and has played a pivotal role in 

ensuring the functioning of competition. Because of its growing importance, the 

number of countries that have adopted competition rules or similar legal frameworks 

has increased over recent decades.  Accordingly, the globalization of the market has 

demonstrated the worldwide popularity of competition law and, with this, there are 

widespread demands for convergence relating to the reach of national laws to foreign 

violators,  ie extraterritorial application.  For this reason, competition law appears to 

be a prerequisite for adjusting to the globalized market environment, as the major 

competition regimes often permit the extraterritorial applications of their laws to 

foreign multinational enterprises (MNEs).

A competition or antitrust law and policy scheme was established in the United States in 1890, 
through the Sherman Act, which is said to be the first antitrust law in the world. This work 
continues to use the title ‘competition law’ for the body of law that prohibits anti-competitive 
agreements, the abuse of market dominance and mergers that inhibit competition, except when 
referring to US antitrust law. 
The number of competition regimes in the world has recently reached 130. See R Whish and D 
Bailey, Competition Law (8th edn, OUP 2015) 1.
J Basedow, ‘Competition Policy in a Globalized Economy: From Extraterritorial Application to 
Harmonization’ in M Neumann and J Basedow (eds), The International Handbook of Competition 
(Edward Elgar 2004) 321.
For example, the US effect doctrine (eg Hartford Fire Ins. Co. v California, 509 US 764 (1993)), 
and the implementation doctrine in the EU (eg Joined Cases C-114/85 etc, Åhlström Osakeyhtiöv 
Commission (Wood Pulp), [1988] ECR 5193). The competition acts in Korea and China clearly 
state their extraterritorial application.
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In particular, developing countries have learned competition law techniques from 

either or both of the competition regimes in the United States (US) and the European 

Union (EU), by sharing the characteristics that are common to competition law.  This 

has had the effect of bringing about convergence among competition regimes.  In 

effect, most of the developing world has considered the legal context and case law 

in the EU to be an important standard, for various reasons. For instance, developing 

southeast Asian countries, whose legal systems have either a civil law or a British 

colonial background, usually adopt the EU style of competition law framework.  This 

indicates that a country that has been influenced by European law prefers a legal 

structure that offers legal certainty.

Similarly, the EU competition model is more suitable than the American one for the 

northeast Asian countries.  For instance, the Republic of Korea (Korea) and the 

People’s Democratic Republic of China (China) have experienced fast and advanced 

industrialization that has created market structures which are different from those in 

The energetic business activities of MNEs have influenced the rapid growth in the globalization 
of competition law. See YS Choi, ‘The Rule of Law in a Market Economy: Globalisation of 
Competition Law in Korea’ (2014) 14 EBOR 419, 420; EM Fox, ‘Competition Law’ in A 
Lowenfeld, International Economic Law (2nd edn, OUP 2008) 417, 423-8; M Matsushita, TJ 
Schoenbaum and PC Mavroidis, The World Trade Organization: Law, Practice, and Policy (2nd 
edn, OUP 2006) 886.
MM Dabbah, International and Comparative Competition Law (Cambridge University Press 2010) 
13.
EM Fox, ‘Monopolization and Abuse of Market Dominance: Why Europe is Different’ (2014) 59 
Antitrust Bull 129, 130.
See J Gillespie, ‘Localizing Global Competition Law in Vietnam: A Bottom-up Perspective’ 
(2015) 64 ICLQ 935, 938.
Japan is an exception because Japanese competition law adopted the ideas of US antitrust law. 
See eg P Lin and H Ohashi, ‘Treatments of Monopolization in Japan and China’ in RD Blair 
and DD Sokol (eds), The Oxford Handbook of International Antitrust Economics, vol II (OUP 
2015) 230; M Matsushita, International Trade and Competition Law in Japan (OUP 1993) 76-9; 
M Wakui, Antimonopoly Law: Competition Law and Policy in Japan (Arima Publishing 2008) 
913.
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the US.  In these countries, economic and social values are equally important, which 

gives support to national competition rules on excessive economic and market power.  

The concept of special responsibility in the EU may, thus, fit in with the situation of 

excessive economic concentration by large conglomerates in Korea and China,  when 

it involves the conditions of a democratic social order.

As part of a general study of the unique features of competition law in developing 

countries, the purpose of this article is to examine the recent convergence in 

competition law and policy in northeast Asia, which has been inspired by the EU’s 

implementation of competition law. In order to discuss the current convergence of 

competition laws, this article proceeds as follows. Section II explains the similarities 

in the competition law objectives and the legal treatment of the abuse of market 

dominance in Korea, China and the EU. Section III further discusses the current 

developments in cooperation between competition regimes that are modelled on the 

EU competition rules, as shown in the competition chapters of the free trade 

agreements (FTAs) in northeast Asia; for this lengthy comparative study, this work 

focuses on the cases of Korea and China. Section IV, lastly, contains a summary and 

draws conclusions from the article.

MW Dowdle, ‘Whither Asia? Whither Capitalism? Whither Global Competition Law?’ in MW 
Dowdle, J Gillespie and I Maher (eds), Asian Capitalism and the Regulation of Competition: 
Towards a Regulatory Geography of Global Competition Law (Cambridge University Press 2013) 
318; DJ Gerber, Global Competition: Law, Markets, and Globalization (OUP 2010) 207; HS 
Harris, Jr, et al, Anti-Monopoly Law and Practice in China (OUP 2011) 2.
Eg A Ayal, Fairness in Antitrust: Protecting the Strong from the Weak (Hart Publishing 2014) 1.
See S Harris, ‘Korea’ in DD Sokol, D Crane and A Ezrachi (eds), Global Antitrust Compliance 
Handbook (OUP 2014) 465.
Some argue that the process of competition is often related to democracy; see also Ayal (n 11) 67; 
J Eekhoff and C Moch, ‘Competition the Core of a Market Economy’ in J Eekhoff (ed), 
Competition Policy in Europe (Springer 2010) 3.
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Since the establishment of effective competition rules in the EU, in the Treaty of 

the European Economic Community,  the objectives of competition law have been 

discussed by commentators. In particular, Article 3(3) of the Treaty on European 

Union (TEU), which provides a list of socio-economic goals,  clarifies that the Union 

will work for sustainable development based on balanced economic growth and 

a highly competitive social market economy. This wording relies strongly on the 

concept of ordoliberalism, in terms of special responsibility,  since the origin of 

competition law is related to market power.  The values of ordoliberalism have been 

discussed in Europe, and it embraces the socio-political goals of competition law and 

policy to protect an individual’s economic freedom.  Moreover, the notions of 

V Rose and D Bailey, Bellamy & Child European Union Law of Competition (7th edn, OUP 2013) 
2-4.
ibid 7; A Jones and B Sufrin, EU Competition Law: Text, Cases, and Materials (5th edn, OUP 
2014) 37.
Although there has been some criticism by commentators, the case law of the EU appears to support 
this goal. See eg DA Crane, ‘Ordoliberalism and the Freiburg School’ in DA Crane and H 
Hovenkamp (eds), The Making of Competition Policy: Legal and Economic Sources (OUP 2013) 
254; A Jones and C Townley, ‘Competition Law’ in C Barnard and S Peers (eds), European Union 
Law (OUP 2014) 506.
See eg H Hovenkamp, Federal Antitrust Policy: The Law of Competition and its Practice (5th 
edn, West Publishing 2015) 106; LA Sullivan, WS Grimes and C Sagers, The Law of Antitrust: An 
Integrated Handbook (3rd edn, West Academic Publishing 2015) 30. The authors argue that the root 
of anti-competitive harm is power; thus, competition law is concerned with how market power distorts 
the competitive process, as it often indicates an ability to increase profits by controlling prices and 
outputs. 
G Monti, EC Competition Law (Cambridge University Press 2007) 24.
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balanced economic growth and a social market economy, which encompass ordoliberal 

concepts, also appear in the competition regimes of Korea and China,  although this 

ideology varies between them.  

For example, the Korean competition act, the Monopoly Regulation and Fair Trade 

Act (MRFTA),  was established in 1980.  In particular, Article 1 MRFTA declares 

the aims of the Korean competition regime to be the promotion of fair and free 

competition,  thereby encouraging the activities of enterprises, protecting consumers, 

and creating balanced economic growth through preventing anti-competitive practices. 

Similarly, Article 1 of the Chinese competition act, the Anti-Monopoly Law (AML),  

also states that the objectives of Chinese competition law are to prohibit monopolistic 

conduct, to ensure fair market competition, to enhance efficiency, to protect consumers 

and the public interest, and to promote the healthy development of a socialist market 

economy.

In effect, competition regimes generally aim to ensure that there is a competitive 

See eg M Furse, Antitrust Law in China, Korea and Vietnam (OUP 2009) 24.
Ordoliberal thought is different from the economic ideas of central planning which include direct 
market intervention; thus, it may not fit exactly into the Chinese competition regime. However, when 
considering its role of establishing and implementing economic rules for market functioning, it may 
be able to affect Chinese competition policy. For detail about the social market economy in the EU, 
see Giorgio Monti, ‘EU Competition Law from Rome to Lisbon Social Market Economy’ in 
Caroline Heide-Jorgensen et al (eds), Aims and Values in Competition Law (DJØF Publishing 2013) 
36.
Law No. 13450, amended 24 July 2015. The English text is available at <http://eng.ftc.go.kr/bbs.do>.
Art 119(2) of the Constitution of Korea. See also Choi ‘The Rule of Law’ (n 5) 431-3; Gerber Global 
Competition: Law, Markets, and Globalization (n 10) 222.
In some competition jurisdictions, the definition of fair competition is wide and embraces the 
promotion of competition. See eg EM Fox, ‘We Protect Competition, You Protect Competitors’ (2003) 
World Competition 149, 163.
Adopted by the Standing Committee of the 10th National People’s Congress on 30 August 2007, and 
entered into force on 1 August 2008. The English text is available at <http://www.china.org.cn/government/ 
laws/2009-02/10/content_17254169.htm>.
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process in the market, thereby improving consumer welfare and efficiency. 

Nevertheless, differing experiences of economic growth and the market economy, 

including liberalization and internationalization as the result of free trade, often create 

distinctive shapes in competition policy.  In particular, the principle of fairness in EU 

competition law is guided by the ordoliberal view,  which generally supports the 

legitimization of economic freedom for small and medium-sized enterprises (SMEs)  

by preventing an exercise of market power that inhibits a competitive process.  

Following the fairness ideology, competition policies in a number of developing 

countries appear to focus on equity or equality rather than following an efficiency-only 

approach,  as it is also necessary for law-makers to attract political support for 

competition law enforcement,  especially when the sentiment of the general public 

affects the interpretation of fairness in competition policy.  Therefore, competition 

policy in the developing world may be understood as a proxy for socio-political 

See eg Harris et al (n 10) 1; YS Choi, ‘The Choice of Competition Law and the Development of 
Enforcement in Asia: A Road Map Towards Convergence’ (2014) 22 APLR 131, 140-42.
For a discussion on fairness and efficiency issues in the light of the social market economy, see eg 
AD Chirita, ‘A Legal-Historical Review of the EU Competition Rules’ (2014) 63 ICLQ 281, 290; 
D Geradin, A Layne-Farrar and N Petit, EU Competition Law and Economics (OUP 2012) 20.
See eg MC Yang, ‘Competition Law and Policy of the Republic of Korea’ (2009) 54 Antitrust Bull 
621, 625. This is based on the concept of fairness, which is distinct from what is seen in the US 
antitrust policy. See P Akman, The Concept of Abuse in EU Competition Law: Law and Economic 
Approach (Hart Publishing 2013) 55; R O’Donoghue and J Padilla, The Law and Economics of 
Article 102 TFEU (Hart Publishing 2013) 10-11; RJ Van den Bergh and PD Camesasca, European 
Competition Law and Economics: A Comparative Perspective (Intersentia 2001) 1-2.
Whish and Bailey (n 2) 22; Sullivan, Grimes and Sagers (n 17) 30.
Eg A Bhattacharjea, ‘Who Needs Antitrust? Or, is Developing-Country Antitrust Different? A 
Historical-Comparative Analysis’ in DD Sokol, TK Cheng and I Lianos (eds), Competition Law and 
Development (Stanford University Press 2013) 57-8; C Watrin, ‘Germany’s Social Market Economy’ 
in A Kilmarnock (ed), The Social Market and the State (Social Market Foundation 1999) 92-3.
Gerber Global Competition: Law, Markets, and Globalization (n 10) 264.
Eg Choi ‘The Rule of Law’ (n 5) 419; J Lee, ‘Korea’ in M Williams (ed), The Political Economy 
of Competition Law in Asia (Edward Elgar 2013) 48-9.
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objectives, safeguarding fairness in the market, beyond economic efficiency,  when 

efficiency often gives the impression of being an oversimplified goal. Most 

competition regimes in Asia, thus, highlight fair competition, and from a widened 

interpretation of the fairness perspective, it is difficult to conclude that there is a single 

ultimate objective for competition policy.

Consequently, the statements of the objectives of the competition laws in Korea and 

China explain the common concepts of the social goals of competition, such as 

balanced growth, economic democratization, and a social market economy, which 

broadly cover various elements,  with the purpose of imposing special responsibility 

on large conglomerates. As Gerber asserts, competition objectives are the central point 

of the convergence plan,  and the declarations of economic democratization and 

balanced growth through fair competition as the goals to which the policies are 

converging  seem to show the influence of the EU’s aim for a social market economy 

and ordoliberalism, emphasizing the prevention of exploitation by market dominance.  

In addition, the Asian competition regimes seem to have a particular level of legal 

certainty that may offer clearer guidance, as is shown in the legal provisions on the 

abuse of market dominance. 

Eg H Schweitzer and KK Patel, ‘EU Competition Law in Historical Context: Continuity and Change’ 
in KK Patel and H Schweitzer (eds), The Historical Foundations of EU Competition Law (OUP 
2013) 223.
There is a criticism of the bewildering array of objectives in the AML because of the possible conflict 
of the two aims, economic efficiency and a socialist market economy. See Furse (n 19) 69.
DJ Gerber, ‘Asia and Global Competition Law Convergence’ in MW Dowdle, J Gillespie and I Maher 
(eds), Asian Capitalism and the Regulation of Competition: Towards a Regulatory Geography of 
Global Competition Law (Cambridge University Press 2013) 45.
The convergence of objectives may lead to a gradual convergence in the implementation of the law. 
See C Noonan, The Emerging Principles of International Competition Law (OUP 2008) 68. 
See eg Chirita (n 26) 305.
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Civil law countries appear to prefer predictability in competition law enforcement, 

especially when considering how to balance the pro- and anti-competitive effects on 

business practice. In particular, the EU competition regime has established clear-cut 

guidance on this balance, focusing on market-share thresholds, for scrutiny and 

enforcement. For instance, numerous block exemption regulations, such as those 

applying to vertical agreements,  specialization,  and licensing agreements,  contain 

not only a list of hard-core restrictions, which do not allow automatic exemption, but 

also the criterion for the market-share based group exception, which ranges from 25 

to 30 per cent. These straightforward statements ensure clear guidance for practitioners 

and undertakings. 

Furthermore, the EU Commission’s Guidance Paper prescribes that the Commission 

would not consider there to be market dominance when an undertaking’s market share 

is below 40 per cent, even though certain cases where the share is below this threshold 

may also violate competition law.  Overall, the market-share threshold for the 

hard-core restriction criteria for Articles 101 and 102 of the Treaty on the Functioning 

of the European Union (TFEU) (the prohibitions on anti-competitive agreements and 

the abuse of market dominance, respectively) provides the benefit of legal certainty 

Commission Regulation No 330/2010 on the application of Art 101(3) TFEU to categories of vertical 
agreements and concerted practices, OJ L 102/1.
Commission Regulation No 1218/2010 on the application of Art 101(3) TFEU to certain categories 
of specialisation agreements, OJ L 335/43.
Commission Regulation No 316/2014 on the application of Art 101(3) TFEU to categories of 
technology transfer agreements, OJ L 93/17.
Guidance on the Commission’s enforcement priorities in applying Article 82 of the EC Treaty to 
abusive exclusionary conduct by dominant undertakings (2009/C 45/02), para 14.
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about the application of the law.

The competition laws in Korea and China also provide a resilient legal measure for 

the presumption of market dominance. Article 4 MRFTA stipulates that a 50 per cent 

market share of one undertaking, or a 75 per cent market share for fewer than three 

undertakings, gives rise to a presumption of market dominance, with an exception for 

an undertaking that has less than 10 per cent of the market. Analogously, Article 19 

AML also states that when the market share of one undertaking is more than 50 per 

cent, or the total market share of two undertakings is two-thirds, or the combined 

market share of three undertakings is over 75 per cent, the undertakings can be 

presumed to be dominant in the market, with an exception for one undertaking holding 

less than 10 per cent of the market share.  These market-share based provisions 

appear to have as their inspiration the EU case law  and block exemption regulations. 

In general, this threshold highlights a strong belief in a correlation between market 

dominance and market share, and that market share is an important proxy for assessing 

market concentration.

In addition, in a way that resembles the non-exhaustive list of prohibited abuses of 

market dominance in Article 102 TFEU, Article 3-2 MRFTA and Article 17 AML 

provide a list of abusive practices, including exploitative and exclusionary conduct.  

This categorization, despite its non-exhaustive nature, indicates a leaning towards 

predictability in enforcement, which is distinctive in the civil law countries that have 

The presumption criteria may originate from that in Art 19(3) of the German Competition Act, Gesetz 
gegen Wettbewerbsbeschränkungen (GWB). See also Choi, ‘The Choice of Competition Law’ (n 25) 
142.
Eg Case 85/76 Hoffmann-La Roche & Co AG v Commission [1979] ECR 461.
Hovenkamp (n 17) 109.
For further discussion, see Y Jung, ‘Korean Competition Law: Policies and Developments’ in V Dhall 
(ed), Competition Law Today: Concepts, Issues, and the Law in Practice (OUP 2007) 374.
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followed the legal systems of Europe.  This is not only the case in Korea and China: 

it is the same in other Asian developing countries. For instance, southeast Asian 

countries, including Thailand, Vietnam, and Indonesia, have competition laws that 

clarify the objectives of the laws, include presumption criteria for concluding the 

existence of market dominance, and lists of prohibited acts.  

 Likewise, the convergence in the overall competition law frameworks in Korea and 

China indicate the strong preference of these countries for EU competition rules. In 

this way they have established and designed a legal system with clear indications for 

enforcement. The adoption of a basis for competition law that was imported from the 

EU has led to a certain level of convergence, thereby reducing the possibility of 

clashes in enforcement. Consequently, the development of EU competition rules has 

contributed to a global standardization, and has also resulted in parallel outcomes in 

certain cases dealing with the abuse of market dominance and reverse payment 

agreements, especially in Korea. 

There is no doubt that large MNEs have drawn the attention of competition 

authorities around the world. In particular, new economy cases,  such as those in the 

computer, telecommunications, and pharmaceutical sectors, have emerged in the area 

It is possible that the Chinese competition regime favours the EU model because of its acceptance 
of technical assistance and also the civil law element. See Q Wu, Competition Laws, Globalization 
and Legal Pluralism: China’s Experience (Hart Publishing 2013) 129.
See eg Choi, ‘The Choice of Competition Law’ (n 25), 142-4.
For details, see L Peeperkorn and V Verouden, ‘The Economics of Competition’ in J Faull and A 
Nikpay (eds), Faull & Nikpay: The EU Law of Competition (3rd edn, OUP 2014) 40-42.
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of competition law scrutiny. The first groundbreaking international case was that of 

Microsoft, which was discussed in the US, the EU and Korea. In fact, there was 

significant convergence between the competition authorities in the EU and Korea in 

their assessments of tying,  as both applied their competition laws of abuse of market 

dominance strictly, and rejected all the efficiency defences brought by the undertaking.  

In addition, the competition agencies in the EU and Korea have brought cases against 

Intel because of its rebates that have foreclosed the relevant market and excluded its 

rival. In the collective Intel cases, the courts in the EU and Korea seemed to reject 

an economics-based scrutiny and adopt an almost per se illegal approach which is 

often regarded as form-based implementation.  

Furthermore, the Korean competition authority, the Korea Fair Trade Commission 

(KFTC), imposed a surcharge and a cease-and-desist order on the US undertaking 

Qualcomm for its rebate. Qualcomm appealed to the Seoul High Court, but the Court 

upheld the KFTC’s decision;  the undertaking filed an appeal to the Supreme Court 

of Korea, and this is now pending before the Supreme Court. In addition, the Chinese 

competition authority imposed a fine on Qualcomm for the royalties in its licensing 

agreements, which violated the AML. Recently, the EU Commission sent two 

statements of objections in respect of Qualcomm’s exclusivity payments and predatory 

pricing.  This case law indicates that when MNEs go global they fall within the scope 

Case T-201/04 Microsoft v Commission [2007] ECR II-3601; KFTC Decision No. 2006-042, 24 
February 2006.
For a case comparison, see YS Choi, ‘Analysis of the Microsoft, Intel and Qualcomm Decisions in 
Korea’ (2010) 31 ECLR 470.
Case T-286/09 Intel Corp. v Commission; Seoul High Court, 2008Nu35462, 19 June 2014.
Seoul High Court, 2010Nu3932, 19 June 2014.
EU Commission, ‘Antitrust: Commission sends two Statements of Objections on exclusivity payments 
and predatory pricing to Qualcomm’ (Press Release, 8 December 2015) <http://europa.eu/rapid/press- 
release_IP-15-6271_en.htm>. 
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of national competition laws.

Lastly, cases in the pharmaceutical sector, especially reverse payment cases, have 

been brought in the Korean and EU competition jurisdictions, and are further evidence 

of global convergence.  In Korea, the KFTC brought a case against GlaxoSmithKline 

Korea (GSK) because of its pay-for-delay agreement with a Korean generic 

undertaking.54 The Seoul High Court upheld the KFTC’s decision, so GSK appealed 

again to the Supreme Court of Korea, but the Supreme Court also affirmed the High 

Court’s judgment by confirming that this type of agreement seriously harms 

competition in the market for its unjustifiable exercise of patent rights.  Reverse 

payment cases have been of concern to the EU competition authority as well, and the 

Commission imposed its first fine on a reverse payment agreement in the Lundbeck 

case.  Although there is no per se rule in the EU or Korea,  there is a solid 

presumption that this type of practice belongs in the category of hard-core or 

object-type agreements. 

H Lee, ‘Pay-for-Delay: The Korean Experience’ (2014) 5 JECL & Pract 221.
ibid, 223-5.
Supreme Court, 2012Du24498, 26 February 2014.
EU Commission, ‘Antitrust: Commission fines Lundbeck and other pharma companies for delaying 
market entry of generic medicines’ (Press Release, 19 June 2013) <http://europa.eu/rapid/press- 
release_ IP-13-563_en.htm?locale=en>.
See eg J Faull et al, ‘Article 101’ in J Faull and A Nikpay (eds), Faull & Nikpay: The EU Law 
of Competition (3rd edn, OUP 2014) 236.
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The globalization of national markets has rapidly transformed the business 

environment. It has also changed both the anti-competitive practices of MNEs and the 

enforcement of the law by competition regimes in international cases.  Above all, 

competition authorities have often engaged in parallel investigations into international 

cartels and abuses of market dominance. However, their enforcement of competition 

law is often unsatisfactory in dealing with anti-competitive practices, and close 

cooperation between competition authorities can help them solve this problem.  

Moreover, regional and bilateral cooperation agreements can provide the opportunity 

for more effective enforcement than the enforcement that is carried out by global 

organizations, because there is no single central agency or perfect harmonization of 

laws.  

There are a number of vital preliminaries for effective cooperation, and these lead 

to localized convergence, which is the foundation for a global standard. According to 

Eg AS Papadopoulos, The International Dimension of EU Competition Law and Policy 
(Cambridge University Press 2010) 36-7.
Whish and Bailey (n 2) 539. There are two main reasons for bilateral cooperation: the prevention 
of conflicts of interests of different countries, and the difficulties of public enforcement in 
international cases. See also B Zanettin, ‘International Aspects: The Evolution of the EC International 
Competition Policy’ in G Amato and CD Ehlermann (eds), EC Competition Law: A Critical 
Assessment (Hart Publishing 2007) 763.
YS Choi, ‘Competition Laws and Policies against International Cartels in Northeast Asia: International 
Cooperation for Effective Enforcement’ in T Cheng, SM Colino and B Ong (eds), Cartels in Asia: 
Law & Practice (Wolters Kluwer 2015) 149; Noonan (n 35) 50.
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Lawrence and colleagues, where certain frameworks prove effective for cooperation 

between agencies, they will be easily and widely copied; accordingly, the procedural 

and substantive legal provisions in bilateral agreements may develop as a by-product 

of international common law or standards,  even in competition regimes that are not 

parties to international agreements.  This spillover of competition law standards that 

results in convergence is nevertheless based on certain requirements.

First, the enthusiasm of a competition authority to act against international cartels, 

which proves its maturity in relation to enforcement, is crucial for the development 

of convergence.  Without the effective cooperation that arises from vigorous 

enforcement, it is difficult to implement the law successfully, particularly in hard-core 

cases.  Second, aggressive competition law enforcement against the abusive conduct 

of market-dominant undertakings is also important, and a comparative law study 

improves legal techniques and thereby eliminates the problems of a competition policy 

that is based on protectionism.  In some fledgling jurisdictions of developing 

countries, competition enforcement may be understood only as a means of protecting 

domestic undertakings from foreign MNEs. This is a tricky problem for the 

appropriate implementation of the law, which may then be discriminatory. Therefore, 

meaningful enforcement, without discriminatory measures, is important for 

convergence. Third, it is also essential to combine views on the anti-competitive 

Choi, ‘The Choice of Competition Law’ (n 25) 151.
Sullivan, Grimes and Sagers (n 17) 904.
Eg Gerber Global Competition: Law, Markets, and Globalization (n 10) 498.
Choi ‘Competition Laws and Policies’ (n 60) 136.
In particular, local protectionism is one of the most important concerns in the Chinese competition 
regime. See, eg, M Williams, Competition Policy and Law in China, Hong Kong and Taiwan 
(Cambridge University Press 2005) 138-44; XC Zhang, ‘An Institutional Race: A Comparative Study 
of the Competition Law Regimes in India and China’ in M Sornarajah and J Wang (eds), China, 
India and the International Economic Order (Cambridge University Press 2010) 588-9.
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effects of certain international mergers. There are numerous cases of conflicts between 

competition authorities in international merger cases,  and this is a potential threat 

to the convergence of competition laws.67

Given the importance of non-discriminatory enforcement and the framework of 

competition laws, a sound design for convergence is crucial. Considering the issues 

above, there do not seem to be significant gaps between the approaches of the 

competition regimes in the EU and northeast Asia. Although there are some existing 

differences in the substantive statutory provisions, this facilitates the adoption of the 

EU standard in the competition chapters of the FTAs and confirms localized 

convergence, leading to comparable outcomes for enforcement. 

As discussed earlier, there is notable convergence in the legal frameworks of the 

competition regimes in the EU, Korea and China as regards their shared notion of the 

social objectives and their strong preference for legal certainty. In addition, the similar 

approaches and assessments in numerous MNE cases display their commonality in the 

implementation of competition laws. The development of EU competition law and 

policy has affected the other two competition regimes, which emphasizes the EU’s 

important role in designing the standardization of global competition laws.

Furthermore, the EU’s leading role in standardization has provided an easy way of 

Eg GE/Honeywell, Case No. COMP/M.2220.
The active enforcement of substantive competition rules facilitates pro-competition values, which are 
important for convergence. For further discussion, see KJ Lee, ‘Promoting Convergence of 
Competition Policies in Northeast Asia: Culture-Competition Correlation and Its Implications’ in I 
Lianos and DD Sokol (eds), The Global Limits of Competition Law (Stanford University Press 
2012) 234-5. 
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reaching cooperation agreements between competition agencies.  For instance, the 

text of the competition chapter in the Korea-EU FTA  demonstrates the 

Europeanization of competition laws. The section setting out the principles of the FTA 

declares that the trading parties agree that three types of business practice, 

anti-competitive agreements, abuse of market dominance, and mergers that prevent 

competition, are incompatible with the functioning of the FTA. The text of the 

prohibited list is explained as follows.

First, Article 11(3) of the competition chapter lays down that agreements between 

undertakings, decisions by associations of undertakings, and concerted practices that 

have as their object or effect the prevention, restriction or distortion of competition 

are considered as incompatible with the FTA. Second, any abuse by one or more 

undertakings holding a dominant position also violates competition rules. Third, 

concentrations between undertakings that significantly impede effective 

competition (SIEC), especially as a result of the creation or strengthening of a 

dominant position, can also violate competition rules.

The content of the competition chapter indicates the strong influence of the EU 

competition rules. First, unlike the EU’s Article 101 TFEU, the Korean MRFTA does 

not contain statements about object or effect in its legal provisions on 

anti-competitive agreements; thus, it does not include any distinction regarding object 

or effect.  Secondly, in a similar way to Article 102 TFEU, the MRFTA embraces 

For further detail, see also Rose and Bailey (n 14) 50-55.
Ch 11 of the Korea-EU FTA.
See eg YS Choi, ‘A Study on the Bilateral Cooperation of Competition Law Enforcement under the 
Korea-EU FTA’ (2013) 34 Journal of European Union Studies 3, 14-16.
From a historical perspective, ‘object’ in Art 101 TFEU demonstrates a strong public enforcement 
framework against the illegal prevention of competition by object or intent. See Chirita (n 26) 303.
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a collective dominance concept by including one or more undertakings in the 

definition of a market dominant undertaking. However, there is no confirmed case of 

collective dominance in Korea; hence, the concept of collective dominance in the EU 

has not developed in Korea, which may cause misunderstandings on this subject. 

Lastly, the MRFTA has similar language to the EU’s SIEC test, but it is not exactly 

the same as it refers to substantial restraints of competition,  which is closer 

to the US phrase of ‘substantially lessening competition’. 

Likewise, the wording in the competition chapters of the Korea-EU FTA is very 

similar to the terminology of the EU competition rules, and there are certain reasons 

for this. First, it was easier to conclude the FTA negotiations by adopting the EU 

provisions as a standard,  because of the heavy burden of obtaining ratification after 

examination by all of the 28 EU Member States. Second, having common competition 

terms eliminates possible conflicts in public enforcement,  and leads to a quick 

conclusion of the FTA, on the basis that it is more important to have an agreement 

in place than to delay over minor issues. Third, the common framework for 

cooperation is essential for facilitating the prosecution of international anti-competitive 

practices because it becomes easier to obtain the necessary evidence if Korea 

maintains similar standards to the EU.  In particular, it was easy to adopt the EU’s 

terms because both competition authorities have applied their laws stringently. Despite 

the existence of differences in detail, the EU’s archetype can work effectively without 

Art 7 MRFTA.
Papadopoulos (n 58) 105. The author also argues that the EU officials at the Directorate-General for 
Trade take part in the negotiations on competition chapters in FTAs.
This may happen where an undertaking is based in a number of countries and its business practices 
violate competition laws in some jurisdictions but are legitimate in others. See SM Colino, 
Competition Law of the EU and UK (7th edn, OUP 2011) 59.
Eg Noonan (n 35) 510.
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any particular problem, since both regimes have a similar approach to market 

competition that is modelled on the concept of ordoliberalism. Although their reasons 

for adopting this concept differ, the outcome is very similar: ‘large undertakings 

should bear special responsibilities’. 

Korea and China concluded an FTA which was ratified by the Korean Congress in 

November 2015. Like other FTAs, the Korea-China FTA includes a competition 

chapter, and the text of this is identical to the provisions in the Korea-EU FTA. It 

also contains the technical language of the EU competition rules, such as ‘object or 

effect’, ‘one or more undertakings’, and the SIEC test. There is no doubt that the 

popularity of the EU competition framework in Asian countries has led to a localized 

common standard that is suitable for the competition regimes in these countries. At 

the same time, an agreed FTA competition chapter performs the same role as an 

international competition network, and a form of the EU rules is adopted rather than 

the competition law lexicon of one of the trading countries.

In effect, the interpretation of competition law terms by the Court of Justice of the 

European Union (CJEU) has provided clarification of EU law on such matters as the 

meaning of ‘object or effect’ in agreement cases.  Although the competition laws in 

Korea and China do not include such terms, the implementation of the laws in these 

countries seems to have arrived at a point of similar understanding.  To illustrate this 

Eg Joined Cases 56 & 58/64 Consten and Grundig v Commission [1966] ECR 299; Case C-8/08 
T-Mobile Netherlands and Others [2009] ECR I-4529; Case C-67/13 P Groupement des Cartes 
Bancaires v Commission EU:C:2014:2204, para 57. The CJEU has stated that there is restriction of 
competition by object if the coordination is proved to be sufficiently anti-competitive. See also Whish 
and Bailey (n 2) 124.
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point, these Asian competition regimes do not accept the US per se rule,  but 

consider instead the EU-type classification of hard-core restrictions.  Furthermore, the 

competition laws in Korea and China include a similar framework for individual 

exemptions to that of Article 101(3) TFEU.  For that reason, for the northeast Asian 

competition regimes, the EU legal framework is more appropriate than that of the US, 

particularly in the light of the international law of good faith.

To conclude, some argue that the actual content of the FTA competition chapters 

does not intend to set substantive rules but simply to confirm the objective of 

competition law and policy and cooperation for achieving this goal,  and that 

cooperation in enforcement is still at an experimental stage. However, the statements 

in the competition chapters demonstrate a form of soft convergence through the 

adoption of the interpretations of the competition statutes and the case law of other 

jurisdictions,  thereby setting up a standard between competition regimes. Although 

there are some conceptual differences in competition statutes between regimes, it is 

Eg Dabbah (n 6) 516. There are positive outcomes of convergence through understanding other 
competition laws by cooperation.
P Lin and Y Qiao, ‘Understanding the Economic Factors that have Affected China’s Antimonopoly 
Law’ in MS Gal et al (eds), The Economic Characteristics of Developing Jurisdictions: Their 
Implications for Competition Law (Edward Elgar 2015) 120.
One of the most important distinctions between the US per se rule and the ‘having as their object 
the prevention of competition’ provision is that the parties in the EU can still try to rely on Art 101(3) 
TFEU even if they are found to have had as their objective the prevention of competition. See Whish 
and Bailey (n 2) 129. Similarly, the Korean competition law also allows justification in the case of 
hard-core restrictions.
Eg Art 19(2) MRFTA; Art 15 AML. The exemption provisions include a justification for efficiency 
and the public interest. While the Chinese text is similar to Art 101(3) TFEU, the Korean provision 
only allows a notification-authorization process for exemption. See also Furse (n 19) 83.
JH Sung, ‘Some Reflection on Competition and Subsidies under the EU-Korea FTA’ in J Harrison 
(ed), The European Union and South Korea (Edinburgh University Press 2014) 91.
Eg B Wardhaugh, Cartels, Markets and Crime: A Normative Justification for the Criminalisation 
of Economic Collusion (Cambridge University Press 2014) 255.
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not very difficult to translate or interpret the EU language, since it usually fits into 

the system of the adopting states. Therefore, competition regimes, especially in Asian 

countries, voluntarily continue to move towards a common framework for competition 

law by assessing the EU model or using it in a formalized way for discussion with 

the EU competition authority.

The public often believe that competition policy and the preservation of economic 

freedom are crucial for restraining private economic power and thus safeguarding 

economic democracy.  Democratic societies often favour fairness as a competition 

goal, and this distinctive shape to competition policy demonstrates the difficulty of 

creating homogeneous goals.  Nonetheless, the importation of the legitimate goal of 

fairness for a social market economy has led to a similar implementation of 

competition policy in the regimes of the EU and Korea. Furthermore, the enthusiastic 

approaches of both Korea and the EU to anti-competitive practices have enabled a 

promise of close cooperation under the FTA, which eliminates any concern about 

discriminatory enforcement.

The widespread influence of EU competition law also offers an easy mechanism for 

cooperation in enforcement between competition agencies, which reduces the costs 

See eg Furse (n 19) 75.
I Lianos, ‘Some Reflections on the Question of the Goals of EU Competition Law’ in I Lianos and 
D Geradin (eds), Handbook on European Competition Law: Substantive Aspects (Edward Elgar 
2013) 31
O Budzinski, ‘International Antitrust Institutions’ in RD Blair and DD Sokol (eds), The Oxford 
Handbook of International Antitrust Economics, vol I (OUP 2015) 124.
Choi ‘A Study on the Bilateral Cooperation of Competition Law Enforcement’ (n 70) 13.
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incurred from non-cooperation or lack of harmony in competition laws.  A 

competition regime that has been influenced by the EU can easily accept the EU’s 

model, as has been shown in the case of the Korea-China FTA. The northeast Asian 

competition regimes have developed very quickly, when compared with those of other 

developing countries, and this has been driven by active interaction with other regimes. 

Korea and China have shown their passion for participating in the rapidly evolving 

arena of global competition law, through developing national competition laws.  The 

foundation for this dynamic implementation comes from learning from the experience 

of the EU, as the European regime has taken forward competition law issues through 

networking with these countries.

This Europeanization of competition laws in northeast Asia has resulted, over time, 

in a localized convergence, despite the existing dissimilarities of the legal systems that 

would otherwise be a notable obstacle to convergence.  EU competition law has 

provided the founding philosophy for the universalism of competition law in the 

markets of developing countries, inevitably with the aim of achieving a global 

standard. In particular, EU competition law, accompanied by the EU’s external trade 

policy, has played an important role in improving convergence. This ultimately leads 

to the collective governance of competition law enforcement. 

Non-cooperation may increase certain costs because, for example, of the duplication of investigations, 
or biased enforcement. Eg Choi ‘Competition Laws and Policies’ (n 60) 148; EM Fox, 
‘Harmonization of Law and Procedures in a Globalized World: Why, What, and How?’ (1992) 60 
Antitrust L.J. 593; A Guzman, ‘Competition Law and Cooperation: Possible Strategies’ in A Guzman 
(ed), Cooperation, Comity, and Competition Policy (OUP 2011) 354-5.
Gerber Global Competition: Law, Markets, and Globalization (n 10) 222.
The EU’s active approach towards internationalization is exemplified in formal and informal 
agreements with developing countries. See Papadopoulos (n 58) 215; Q Wu, ‘EU-China Competition 
Dialogue: A New Step in the Internationalisation of EU Competition Law?’ (2012) 18 ELJ 461. 
See eg Choi ‘A Study on the Bilateral Cooperation of Competition Law Enforcement’ (n 70) 17-20.
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1. The following shall be prohibited as incompatible with the internal market: all 
agreements between undertakings, decisions by associations of undertakings and 
concerted practices which may affect trade between Member States and which 
have as their object or effect the prevention, restriction or distortion of 
competition within the internal market, and in particular those which:

(a) directly or indirectly fix purchase or selling prices or any other trading 
conditions;

(b) limit or control production, markets, technical development, or investment;

(c) share markets or sources of supply;

(d) apply dissimilar conditions to equivalent transactions with other trading 
parties, thereby placing them at a competitive disadvantage;

(e) make the conclusion of contracts subject to acceptance by the other parties 
of supplementary obligations which, by their nature or according to 
commercial usage, have no connection with the subject of such contracts.

2. Any agreements or decisions prohibited pursuant to this Article shall be 
automatically void.

3. The provisions of paragraph 1 may, however, be declared inapplicable in the 
case of:

- any agreement or category of agreements between undertakings,

- any decision or category of decisions by associations of undertakings,
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- any concerted practice or category of concerted practices,

   which contributes to improving the production or distribution of goods or to 
promoting technical or economic progress, while allowing consumers a fair 
share of the resulting benefit, and which does not:

(a) impose on the undertakings concerned restrictions which are not 
indispensable to the attainment of these objectives;

(b) afford such undertakings the possibility of eliminating competition in 
respect of a substantial part of the products in question.

   Any abuse by one or more undertakings of a dominant position within the 
internal market or in a substantial part of it shall be prohibited as incompatible 
with the internal market in so far as it may affect trade between Member 
States.

   Such abuse may, in particular, consist in:

(a) directly or indirectly imposing unfair purchase or selling prices or other 
unfair trading conditions;

(b) limiting production, markets or technical development to the prejudice of 
consumers;

(c) applying dissimilar conditions to equivalent transactions with other trading 
parties, thereby placing them at a competitive disadvantage;

(d) making the conclusion of contracts subject to acceptance by the other 
parties of supplementary obligations which, by their nature or according to 
commercial usage, have no connection with the subject of such contracts
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1. The Parties recognise the importance of free and undistorted competition in 
their trade relations. The Parties undertake to apply their respective competition 
laws so as to prevent the benefits of the trade liberalisation process in goods, 
services and establishment from being removed or eliminated by 
anti-competitive business conduct or anti-competitive transactions. 

2. The Parties shall maintain in their respective territories comprehensive 
competition laws which effectively address restrictive agreements, concerted 
practices 1 and abuse of dominance by one or more enterprises, and which 
provide effective control of concentrations between enterprises. 

3. The Parties agree that the following activities restricting competition are 
incompatible with the proper functioning of this Agreement, in so far as they 
may affect trade between them: 

(a) agreements between enterprises, decisions by associations of enterprises and 
concerted practices, which have as their object or effect the prevention, 
restriction or distortion of competition in the territory of either Party as a 
whole or in a substantial part thereof; 

(b) any abuse by one or more enterprises of a dominant position in the 
territory of either Party as a whole or in a substantial part thereof; or 

(c) concentrations between enterprises, which significantly impede effective 
competition, in particular as a result of the creation or strengthening of a 
dominant position in the territory of either Party as a whole or in a 
substantial part thereof. 
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   For the purposes of this Chapter: 

   anti-competitive business practices means business conduct or transactions that 
adversely affect competition in the territory of a Party, such as: 

(a) agreements between enterprises, decisions by associations of enterprises and 
concerted practices, which have as their object or effect the prevention, 
restriction or distortion of competition in the territory of either Party as a 
whole or in a substantial part thereof; 

(b) any abuse by one or more enterprises of a dominant position in the 
territory of either Party as a whole or in a substantial part thereof; or 

(c) concentrations between enterprises, which significantly impede effective 
competition, in particular as a result of the creation or strengthening of a 
dominant position in the territory of either Party as a whole or in a 
substantial part thereof;
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Today, October 1st 2015, a protocol to the UPC Agreement has been signed 

by representatives of member states in the margins on the Competitiveness 

Council meeting. This protocol will allow some parts of the UPC Agreement 

to be applied early. This includes final decisions on the practical set up of 

the Court, for example, the recruitment of judges and testing of IT systems. 

The provisional application phase will also be used to allow for early 

registration of opt-out demands.

This is the latest step towards bringing the Unified Patent Court into 

operation. In practice there is no immediate impact on business, however, the 

Preparatory Committee aims to complete its work by June 2016 with a view 

to the UPC opening at the start of 2017.



77



78



79



80



81



82



83



84





86

On 24 June the Select Committee of the Administrative Council of the EPO 
endorsed, with the required ¾ majority, the European Patent Office's "True Top 
4" proposal for a set of uniform renewal fees applicable to the unitary patent. 
The proposed fees covering the territory of the 25 EU member states participating 
in the unitary patent correspond to the sum total of the renewal fees currently 
paid for the four countries in which European patents are most frequently 
validated today (Germany, France, UK and the Netherlands). 

Under the present regime, European patents, after grant by the EPO, must be 
validated individually in each country for which patent protection is sought. This 
results in significant administrative and financial overheads for companies, especially 
SMEs. For this reason, European patents are currently validated on average in only 
three or four of the participating member states. This leaves companies without 
protection in other European countries, and vulnerable to potentially illicit copying 
of their inventions there. It is thus an obstacle to the creation of a genuinely 
uniform European market for innovation, and puts European companies at a 
disadvantage compared to their competitors, especially in the USA and Asia, which 
can access their significant national or regional markets more easily and at lower 
cost before marketing their inventions on the global stage. 

For this reason, the creation of a unitary patent for the EU member states is 
an important step, and one that has been expected for more than 40 years. With 
this first decision of the Select Committee on renewal fees, completion of the 
system for unitary patent protection in Europe is now in sight. 

What is the size of the cost reduction under the True Top 4 proposal? For the 
first ten years - the average lifetime of a European patent - the cost of renewing 
a unitary patent will be less than EUR 5 000, and the cumulative total to be 
paid for maintaining it over the full 20-year term will be just over EUR 35 500 
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(cf. table below). For comparison, the amounts payable under the current system 
in the same 25 member states add up to EUR 29 500 for the first ten years, and 
nearly EUR 159 000 for the full 20 years. In other words, the fee scale now 
endorsed for the unitary patent under the True Top 4 proposal corresponds to a 
reduction of 78% compared to the current situation. 

In addition, the transaction costs under the current system, including the 
translation costs and fees which have to be paid in each individual member state 
through patent attorneys or specialised service providers, will also be reduced 
significantly, i.e. by about 50% for an average patent validated in four countries. 

The particularly low fees for the first 10 years will make the unitary patent 
very attractive for business, and especially for SMEs, universities, research centres 
and individual inventors. Moreover, for SMEs and similar entities based in EU 
member states which do not have an EPO official language (English, French or 
German) as a national language, separate arrangements governing financial 
compensation for their translation costs have also been adopted. Lastly, in their 
future monitoring and regular review of the unitary patent system, the member 
states are committed to paying particular attention to its use by small entities like 
SMEs, and may adopt further specific measures if need be. 

What are the next steps? The decision of the Select Committee on the level of 
the renewal fees will be part of a package comprising the level of the fees for 
the unitary patent, including the distribution key for apportioning the renewal-fee 
income it generates. At present, renewal fees for European patents are collected 
by each member state in which the patent is validated, and the member states 
then pay 50% of this income to the EPO. Because the renewal fees for unitary 
patents will be paid in a single step to the EPO, it is necessary to define how 
this income is to be shared amongst the participating member states. 

The Select Committee has already made good progress on defining a possible 
distribution key. It is expected that the whole package, comprising the level of renewal 
fees and the distribution key, can be finalised and adopted in the autumn of this year. 
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The undersigning Signatory States of the Agreement on a Unified Patent Court, 
hereinafter referred to as the Parties, 

CONSIDERING that the Unified Patent Court should become fully operational 
upon the entry into force of the Agreement on a Unified Patent Court; 

CONSIDERING the need to provide a smooth transition into the operational 
phase and ensure the proper functioning of the Unified Patent Court before the 
entry into force of the Agreement on a Unified Patent Court; 

ACKNOWLEDGING that the provisional application of a treaty is an 
instrument suitable to ensure such a smooth transition; 

ACKNOWLEDGING that the use of provisional application is in accordance 
with customary international law; 

ACKNOWLEDGING that such provisional application can be limited to certain 
parts of a treaty where the negotiating States have in some manner so agreed; 

CONSIDERING that provisional application should only come into force when 
13 Signatory States of the Agreement on a Unified Patent Court have approved 
this protocol and only among those Signatory States where the Governments have 
received parliamentary approval to ratify the Agreement on a Unified Patent 
Court. 

CONSIDERING that the provisional application should concern only the 
institutional, organisational and financial provisions of the Agreement on a Unified 
Patent Court and should be limited to what is strictly necessary to ensure the 
smooth transition into the operational phase. 

HAVE AGREED AS FOLLOWS 
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Article 1-2, 4-5, 6(1), 7, 10-19, 35(1, 3 and 4), 36-41 and 71(3) of the 
Agreement on a Unified Patent Court and Article 1-7(1), 7(5), 9-18, 20(1), 22-28, 
30, 32 and 33 of the Statute of the Unified Patent Court shall enter into 
provisional application among the Parties that have completed the requisite 
procedure referred to under Article 3(1), upon the entry into force of this 
Protocol. 

(1) This Protocol shall be open for signature from October 1 2015 by any 
Signatory State of the Agreement on a Unified Patent Court. 

(2) Consent to be bound by this Protocol may be expressed, without prejudice to 
paragraph 3 and Article 3(1)b, by 

a. signature; or

b. signature subject to ratification, acceptance or approval followed by ratification, 
acceptance or approval. 

(3) Consent to be bound by the provisional application of the articles of the 
Agreement on a Unified Patent Court mentioned under Article 1 of this 
Protocol may be expressed by a unilateral declaration. 

(4) Instruments of ratification, acceptance or approval of this Protocol or the 
unilateral declaration mentioned in paragraph 3 shall be deposited with the 
General Secretariat of the Council of the European Union, hereinafter referred 
to as the depositary. 
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(1) This Protocol shall enter into force the day after 13 Signatory States of the 
Agreement on a Unified Patent Court including Germany, France and the 
United Kingdom, have either ratified, or informed the depositary that they 
have received parliamentary approval to ratify, the Agreement on a Unified 
Patent Court and have 

a. signed in accordance with Article 2(2)a. or signed, and ratified, accepted or 
approved this Protocol in accordance with Article 2(2)b.; or 

b. declared by means of a unilateral declaration or in any other manner that 
they consider themselves bound by the provisional application of the 
articles of the Unified Patent Court Agreement mentioned under Article 1 
of this Protocol. 

(2) In respect of any Party which subsequently after the entry into force of this 
Protocol completes the procedure referred to in (1), this Protocol shall have 
effect on that Party from the date when the Party has completed the said 
procedure. 

(3) This Protocol and the provisional application it prescribes shall have effect 
only with regard to Parties having completed the requisite procedure referred 
to in (1). 

IN WITNESS WHEREOF, the undersigned, being duly authorized thereto, have 
signed this Protocol. 

Done at Brussels October 1st 2015 in the English, French and German 
languages, all three texts being equally authentic, in a single copy, which shall be 
deposited with the depositary who shall transmit a certified true copy to all 
Signatory States of the Agreement on a Unified Patent Court. 
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1. This Regulation applies to the processing of personal data in the context of the 
activities of an establishment of a controller or a processor in the Union, 
regardless of whether the processing takes place in the Union or not.

2. This Regulation applies to the processing of personal data of data subjects who 
are in the Union by a controller or processor not established in the Union, 
where the processing activities are related to:

(a) the offering of goods or services, irrespective of whether a payment of the 
data subject is required, to such data subjects in the Union; or

(b) the monitoring of their behaviour as far as their behaviour takes place 
within the Union.

3. This Regulation applies to the processing of personal data by a controller not 
established in the Union, but in a place where Member State law applies by 
virtue of public international law.
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For the purposes of this Regulation:

(1) personal data  means any information relating to an identified or identifiable 
natural person ( data subject ); an identifiable natural person is one who can be 
identified, directly or indirectly, in particular by reference to an identifier such 
as a name, an identification number, location data, an online identifier or to 
one or more factors specific to the physical, physiological, genetic, mental, 
economic, cultural or social identity of that natural person;

(2) processing  means any operation or set of operations which is performed on 
personal data or on sets of personal data, whether or not by automated means, such 
as collection, recording, organisation, structuring, storage, adaptation or alteration, 
retrieval, consultation, use, disclosure by transmission, dissemination or otherwise 
making available, alignment or combination, restriction, erasure or destruction;

(4) profiling  means any form of automated processing of personal data consisting 
of the use of personal data to evaluate certain personal aspects relating to a 
natural person, in particular to analyse or predict aspects concerning that 
natural person's performance at work, economic situation, health, personal 
preferences, interests, reliability, behaviour, location or movements;

(5) pseudonymisation  means the processing of personal data in such a manner 
that the personal data can no longer be attributed to a specific data subject 
without the use of additional information, provided that such additional 
information is kept separately and is subject to technical and organisational 
measures to ensure that the personal data are not attributed to an identified or 
identifiable natural person;

(11) consent  of the data subject means any freely given, specific, informed and 
unambiguous indication of the data subject's wishes by which he or she, by a 
statement or by a clear affirmative action, signifies agreement to the processing 
of personal data relating to him or her;
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(12) personal data breach  means a breach of security leading to the accidental or 
unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, 
personal data transmitted, stored or otherwise processed;

1. Personal data shall be:

(a) processed lawfully, fairly and in a transparent manner in relation to the 
data subject ( lawfulness, fairness and transparency );

(b) collected for specified, explicit and legitimate purposes and not further 
processed in a manner that is incompatible with those purposes; further 
processing for archiving purposes in the public interest, scientific or 
historical research purposes or statistical purposes shall, in accordance with 
Article 89(1), not be considered to be incompatible with the initial 
purposes ( purpose limitation );

(c) adequate, relevant and limited to what is necessary in relation to the 
purposes for which they are processed ( data minimisation );

(d) accurate and, where necessary, kept up to date; every reasonable step must 
be taken to ensure that personal data that are inaccurate, having regard to 
the purposes for which they are processed, are erased or rectified without 
delay ( accuracy );

(e) kept in a form which permits identification of data subjects for no longer 
than is necessary for the purposes for which the personal data are 
processed; personal data may be stored for longer periods insofar as the 
personal data will be processed solely for archiving purposes in the public 
interest, scientific or historical research purposes or statistical purposes in 
accordance with Article 89(1) subject to implementation of the appropriate 
technical and organisational measures required by this Regulation in order 
to safeguard the rights and freedoms of the data subject ( storage limitation );
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(f) processed in a manner that ensures appropriate security of the personal 
data, including protection against unauthorised or unlawful processing and 
against accidental loss, destruction or damage, using appropriate technical 
or organisational measures ( integrity and confidentiality ).

2. The controller shall be responsible for, and be able to demonstrate compliance 
with, paragraph 1 ( accountability ).

4. Where the processing for a purpose other than that for which the personal data 
have been collected is not based on the data subject's consent or on a Union 
or Member State law which constitutes a necessary and proportionate measure 
in a democratic society to safeguard the objectives referred to in Article 23(1), 
the controller shall, in order to ascertain whether processing for another 
purpose is compatible with the purpose for which the personal data are initially 
collected, take into account, inter alia:

(a) any link between the purposes for which the personal data have been 
collected and the purposes of the intended further processing;

(b) the context in which the personal data have been collected, in particular 
regarding the relationship between data subjects and the controller;

(c) the nature of the personal data, in particular whether special categories of 
personal data are processed, pursuant to Article 9, or whether personal 
data related to criminal convictions and offences are processed, pursuant to 
Article 10;

(d) the possible consequences of the intended further processing for data 
subjects;

(e) the existence of appropriate safeguards, which may include encryption or 
pseudonymisation.
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1. Where processing is based on consent, the controller shall be able to 
demonstrate that the data subject has consented to processing of his or her 
personal data.

2. If the data subject's consent is given in the context of a written declaration 
which also concerns other matters, the request for consent shall be presented in 
a manner which is clearly distinguishable from the other matters, in an 
intelligible and easily accessible form, using clear and plain language. Any part 
of such a declaration which constitutes an infringement of this Regulation shall 
not be binding.

3. The data subject shall have the right to withdraw his or her consent at any 
time. The withdrawal of consent shall not affect the lawfulness of processing 
based on consent before its withdrawal. Prior to giving consent, the data subject 
shall be informed thereof. It shall be as easy to withdraw as to give consent.

4. When assessing whether consent is freely given, utmost account shall be taken 
of whether, inter alia, the performance of a contract, including the provision of 
a service, is conditional on consent to the processing of personal data that is 
not necessary for the performance of that contract.

1. Where personal data relating to a data subject are collected from the data 
subject, the controller shall, at the time when personal data are obtained, 
provide the data subject with all of the following information:

(a) the identity and the contact details of the controller and, where applicable, 
of the controller's representative;
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(b) the contact details of the data protection officer, where applicable;

(c) the purposes of the processing for which the personal data are intended as 
well as the legal basis for the processing;

(d) where the processing is based on point (f) of Article 6(1), the legitimate 
interests pursued by the controller or by a third party;

(e) the recipients or categories of recipients of the personal data, if any;

(f) where applicable, the fact that the controller intends to transfer personal 
data to a third country or international organisation and the existence or 
absence of an adequacy decision by the Commission, or in the case of 
transfers referred to in Article 46 or 47, or the second subparagraph of 
Article 49(1), reference to the appropriate or suitable safeguards and the 
means by which to obtain a copy of them or where they have been made 
available.

2. In addition to the information referred to in paragraph 1, the controller shall, 
at the time when personal data are obtained, provide the data subject with the 
following further information necessary to ensure fair and transparent 
processing:

(a) the period for which the personal data will be stored, or if that is not 
possible, the criteria used to determine that period;

(b) the existence of the right to request from the controller access to and 
rectification or erasure of personal data or restriction of processing 
concerning the data subject or to object to processing as well as the right 
to data portability;

(c) where the processing is based on point (a) of Article 6(1) or point (a) of 
Article 9(2), the existence of the right to withdraw consent at any time, 
without affecting the lawfulness of processing based on consent before its 
withdrawal;
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(d) the right to lodge a complaint with a supervisory authority;

(e) whether the provision of personal data is a statutory or contractual 
requirement, or a requirement necessary to enter into a contract, as well as 
whether the data subject is obliged to provide the personal data and of the 
possible consequences of failure to provide such data;

(f) the existence of automated decision-making, including profiling, referred to 
in Article 22(1) and (4) and, at least in those cases, meaningful 
information about the logic involved, as well as the significance and the 
envisaged consequences of such processing for the data subject.

3. Where the controller intends to further process the personal data for a purpose 
other than that for which the personal data were collected, the controller shall 
provide the data subject prior to that further processing with information on 
that other purpose and with any relevant further information as referred to in 
paragraph 2.

4. Paragraphs 1, 2 and 3 shall not apply where and insofar as the data subject 
already has the information.

1. Where personal data have not been obtained from the data subject, the 
controller shall provide the data subject with the following information:

(a) the identity and the contact details of the controller and, where applicable, 
of the controller's representative;

(b) the contact details of the data protection officer, where applicable;

(c) the purposes of the processing for which the personal data are intended as 
well as the legal basis for the processing;
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(d) the categories of personal data concerned;

(e) the recipients or categories of recipients of the personal data, if any;

(f) where applicable, that the controller intends to transfer personal data to a 
recipient in a third country or international organisation and the existence 
or absence of an adequacy decision by the Commission, or in the case of 
transfers referred to in Article 46 or 47, or the second subparagraph of 
Article 49(1), reference to the appropriate or suitable safeguards and the 
means to obtain a copy of them or where they have been made available.

2. In addition to the information referred to in paragraph 1, the controller shall 
provide the data subject with the following information necessary to ensure fair 
and transparent processing in respect of the data subject:

(a) the period for which the personal data will be stored, or if that is not 
possible, the criteria used to determine that period;

(b) where the processing is based on point (f) of Article 6(1), the legitimate 
interests pursued by the controller or by a third party;

(c) the existence of the right to request from the controller access to and 
rectification or erasure of personal data or restriction of processing 
concerning the data subject and to object to processing as well as the 
right to data portability;

(d) where processing is based on point (a) of Article 6(1) or point (a) of 
Article 9(2), the existence of the right to withdraw consent at any time, 
without affecting the lawfulness of processing based on consent before its 
withdrawal;

(e) the right to lodge a complaint with a supervisory authority;

(f) from which source the personal data originate, and if applicable, whether it 
came from publicly accessible sources;
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(g) the existence of automated decision-making, including profiling, referred to 
in Article 22(1) and (4) and, at least in those cases, meaningful 
information about the logic involved, as well as the significance and the 
envisaged consequences of such processing for the data subject.

3. The controller shall provide the information referred to in paragraphs 1 and 2:

(a) within a reasonable period after obtaining the personal data, but at the 
latest within one month, having regard to the specific circumstances in 
which the personal data are processed;

(b) if the personal data are to be used for communication with the data 
subject, at the latest at the time of the first communication to that data 
subject; or

(c) if a disclosure to another recipient is envisaged, at the latest when the 
personal data are first disclosed.

4. Where the controller intends to further process the personal data for a purpose 
other than that for which the personal data were obtained, the controller shall 
provide the data subject prior to that further processing with information on 
that other purpose and with any relevant further information as referred to in 
paragraph 2.

5. Paragraphs 1 to 4 shall not apply where and insofar as:

(a) the data subject already has the information;

(b) the provision of such information proves impossible or would involve a 
disproportionate effort, in particular for processing for archiving purposes 
in the public interest, scientific or historical research purposes or statistical 
purposes, subject to the conditions and safeguards referred to in Article 
89(1) or in so far as the obligation referred to in paragraph 1 of this 
Article is likely to render impossible or seriously impair the achievement 
of the objectives of that processing. In such cases the controller shall take 
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appropriate measures to protect the data subject's rights and freedoms and 
legitimate interests, including making the information publicly available;

(c) obtaining or disclosure is expressly laid down by Union or Member State 
law to which the controller is subject and which provides appropriate 
measures to protect the data subject's legitimate interests; or

(d) where the personal data must remain confidential subject to an obligation 
of professional secrecy regulated by Union or Member State law, including 
a statutory obligation of secrecy.

1. The data subject shall have the right to obtain from the controller confirmation 
as to whether or not personal data concerning him or her are being processed, 
and, where that is the case, access to the personal data and the following 
information:

(a) the purposes of the processing;

(b) the categories of personal data concerned;

(c) the recipients or categories of recipient to whom the personal data have 
been or will be disclosed, in particular recipients in third countries or 
international organisations;

(d) where possible, the envisaged period for which the personal data will be 
stored, or, if not possible, the criteria used to determine that period;

(e) the existence of the right to request from the controller rectification or 
erasure of personal data or restriction of processing of personal data 
concerning the data subject or to object to such processing;

(f) the right to lodge a complaint with a supervisory authority;
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(g) where the personal data are not collected from the data subject, any 
available information as to their source;

(h) the existence of automated decision-making, including profiling, referred to 
in Article 22(1) and (4) and, at least in those cases, meaningful 
information about the logic involved, as well as the significance and the 
envisaged consequences of such processing for the data subject.

2. Where personal data are transferred to a third country or to an international 
organisation, the data subject shall have the right to be informed of the 
appropriate safeguards pursuant to Article 46 relating to the transfer.

3. The controller shall provide a copy of the personal data undergoing processing. 
For any further copies requested by the data subject, the controller may charge 
a reasonable fee based on administrative costs. Where the data subject makes 
the request by electronic means, and unless otherwise requested by the data 
subject, the information shall be provided in a commonly used electronic form.

4. The right to obtain a copy referred to in paragraph 3 shall not adversely affect 
the rights and freedoms of others.

The data subject shall have the right to obtain from the controller without undue 
delay the rectification of inaccurate personal data concerning him or her. Taking 
into account the purposes of the processing, the data subject shall have the right 
to have incomplete personal data completed, including by means of providing a 
supplementary statement.

1. The data subject shall have the right to obtain from the controller the erasure 
of personal data concerning him or her without undue delay and the controller 
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shall have the obligation to erase personal data without undue delay where one 
of the following grounds applies:

(a) the personal data are no longer necessary in relation to the purposes for 
which they were collected or otherwise processed;

(b) the data subject withdraws consent on which the processing is based 
according to point (a) of Article 6(1), or point (a) of Article 9(2), and 
where there is no other legal ground for the processing;

(c) the data subject objects to the processing pursuant to Article 21(1) and 
there are no overriding legitimate grounds for the processing, or the data 
subject objects to the processing pursuant to Article 21(2);

(d) the personal data have been unlawfully processed;

(e) the personal data have to be erased for compliance with a legal obligation 
in Union or Member State law to which the controller is subject;

(f) the personal data have been collected in relation to the offer of information 
society services referred to in Article 8(1).

2. Where the controller has made the personal data public and is obliged pursuant 
to paragraph 1 to erase the personal data, the controller, taking account of 
available technology and the cost of implementation, shall take reasonable 
steps, including technical measures, to inform controllers which are processing 
the personal data that the data subject has requested the erasure by such 
controllers of any links to, or copy or replication of, those personal data.

3. Paragraphs 1 and 2 shall not apply to the extent that processing is necessary:

(a) for exercising the right of freedom of expression and information;

(b) for compliance with a legal obligation which requires processing by Union 
or Member State law to which the controller is subject or for the 
performance of a task carried out in the public interest or in the exercise 
of official authority vested in the controller;
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(c) for reasons of public interest in the area of public health in accordance 
with points (h) and (i) of Article 9(2) as well as Article 9(3);

(d) for archiving purposes in the public interest, scientific or historical research 
purposes or statistical purposes in accordance with Article 89(1) in so far 
as the right referred to in paragraph 1 is likely to render impossible or 
seriously impair the achievement of the objectives of that processing; or

(e) for the establishment, exercise or defence of legal claims.

1. The data subject shall have the right to obtain from the controller restriction of 
processing where one of the following applies:

(a) the accuracy of the personal data is contested by the data subject, for a 
period enabling the controller to verify the accuracy of the personal data;

(b) the processing is unlawful and the data subject opposes the erasure of the 
personal data and requests the restriction of their use instead;

(c) the controller no longer needs the personal data for the purposes of the 
processing, but they are required by the data subject for the establishment, 
exercise or defence of legal claims;

(d) the data subject has objected to processing pursuant to Article 21(1) 
pending the verification whether the legitimate grounds of the controller 
override those of the data subject.

2. Where processing has been restricted under paragraph 1, such personal data 
shall, with the exception of storage, only be processed with the data subject's 
consent or for the establishment, exercise or defence of legal claims or for the 
protection of the rights of another natural or legal person or for reasons of 
important public interest of the Union or of a Member State.
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3. A data subject who has obtained restriction of processing pursuant to paragraph 1 
shall be informed by the controller before the restriction of processing is lifted.

The controller shall communicate any rectification or erasure of personal data or 
restriction of processing carried out in accordance with Article 16, Article 17(1) 
and Article 18 to each recipient to whom the personal data have been disclosed, 
unless this proves impossible or involves disproportionate effort. The controller 
shall inform the data subject about those recipients if the data subject requests it.

1. The data subject shall have the right to receive the personal data concerning 
him or her, which he or she has provided to a controller, in a structured, 
commonly used and machine-readable format and have the right to transmit 
those data to another controller without hindrance from the controller to which 
the personal data have been provided, where:

(a) the processing is based on consent pursuant to point (a) of Article 6(1) or 
point (a) of Article 9(2) or on a contract pursuant to point (b) of Article 
6(1); and

(b) the processing is carried out by automated means.

2. In exercising his or her right to data portability pursuant to paragraph 1, the 
data subject shall have the right to have the personal data transmitted directly 
from one controller to another, where technically feasible.

3. The exercise of the right referred to in paragraph 1 of this Article shall be 
without prejudice to Article 17. That right shall not apply to processing 
necessary for the performance of a task carried out in the public interest or in 
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the exercise of official authority vested in the controller.

4. The right referred to in paragraph 1 shall not adversely affect the rights and 
freedoms of others.

1. The data subject shall have the right to object, on grounds relating to his or 
her particular situation, at any time to processing of personal data concerning 
him or her which is based on point (e) or (f) of Article 6(1), including 
profiling based on those provisions. The controller shall no longer process the 
personal data unless the controller demonstrates compelling legitimate grounds 
for the processing which override the interests, rights and freedoms of the data 
subject or for the establishment, exercise or defence of legal claims.

2. Where personal data are processed for direct marketing purposes, the data 
subject shall have the right to object at any time to processing of personal 
data concerning him or her for such marketing, which includes profiling to the 
extent that it is related to such direct marketing.

3. Where the data subject objects to processing for direct marketing purposes, the 
personal data shall no longer be processed for such purposes.

4. At the latest at the time of the first communication with the data subject, the 
right referred to in paragraphs 1 and 2 shall be explicitly brought to the 
attention of the data subject and shall be presented clearly and separately from 
any other information.

5. In the context of the use of information society services, and notwithstanding 
Directive 2002/58/EC, the data subject may exercise his or her right to object 
by automated means using technical specifications.

6. Where personal data are processed for scientific or historical research purposes 
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or statistical purposes pursuant to Article 89(1), the data subject, on grounds 
relating to his or her particular situation, shall have the right to object to 
processing of personal data concerning him or her, unless the processing is 
necessary for the performance of a task carried out for reasons of public 
interest.

1. The data subject shall have the right not to be subject to a decision based 
solely on automated processing, including profiling, which produces legal 
effects concerning him or her or similarly significantly affects him or her.

2. Paragraph 1 shall not apply if the decision:

(a) is necessary for entering into, or performance of, a contract between the 
data subject and a data controller;

(b) is authorised by Union or Member State law to which the controller is 
subject and which also lays down suitable measures to safeguard the data 
subject's rights and freedoms and legitimate interests; or

(c) is based on the data subject's explicit consent.

3. In the cases referred to in points (a) and (c) of paragraph 2, the data 
controller shall implement suitable measures to safeguard the data subject's 
rights and freedoms and legitimate interests, at least the right to obtain human 
intervention on the part of the controller, to express his or her point of view 
and to contest the decision.

4. Decisions referred to in paragraph 2 shall not be based on special categories of 
personal data referred to in Article 9(1), unless point (a) or (g) of Article 9(2) 
applies and suitable measures to safeguard the data subject's rights and 
freedoms and legitimate interests are in place.
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1. Taking into account the state of the art, the cost of implementation and the 
nature, scope, context and purposes of processing as well as the risks of 
varying likelihood and severity for rights and freedoms of natural persons 
posed by the processing, the controller shall, both at the time of the 
determination of the means for processing and at the time of the processing 
itself, implement appropriate technical and organisational measures, such as 
pseudonymisation, which are designed to implement data-protection principles, 
such as data minimisation, in an effective manner and to integrate the 
necessary safeguards into the processing in order to meet the requirements of 
this Regulation and protect the rights of data subjects.

2. The controller shall implement appropriate technical and organisational measures 
for ensuring that, by default, only personal data which are necessary for each 
specific purpose of the processing are processed. That obligation applies to the 
amount of personal data collected, the extent of their processing, the period of 
their storage and their accessibility. In particular, such measures shall ensure 
that by default personal data are not made accessible without the individual's 
intervention to an indefinite number of natural persons.

3. An approved certification mechanism pursuant to Article 42 may be used as an 
element to demonstrate compliance with the requirements set out in paragraphs 
1 and 2 of this Article.

1. Taking into account the state of the art, the costs of implementation and the 
nature, scope, context and purposes of processing as well as the risk of 
varying likelihood and severity for the rights and freedoms of natural persons, 
the controller and the processor shall implement appropriate technical and 
organisational measures to ensure a level of security appropriate to the risk, 
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including inter alia as appropriate:

(a) the pseudonymisation and encryption of personal data;

(b) the ability to ensure the ongoing confidentiality, integrity, availability and 
resilience of processing systems and services;

(c) the ability to restore the availability and access to personal data in a 
timely manner in the event of a physical or technical incident;

(d) a process for regularly testing, assessing and evaluating the effectiveness of 
technical and organisational measures for ensuring the security of the 
processing.

2. In assessing the appropriate level of security account shall be taken in 
particular of the risks that are presented by processing, in particular from 
accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or 
access to personal data transmitted, stored or otherwise processed.

3. Adherence to an approved code of conduct as referred to in Article 40 or an 
approved certification mechanism as referred to in Article 42 may be used as 
an element by which to demonstrate compliance with the requirements set out 
in paragraph 1 of this Article.

4. The controller and processor shall take steps to ensure that any natural person 
acting under the authority of the controller or the processor who has access to 
personal data does not process them except on instructions from the controller, 
unless he or she is required to do so by Union or Member State law.

1. In the case of a personal data breach, the controller shall without undue delay 
and, where feasible, not later than 72 hours after having become aware of it, 
notify the personal data breach to the supervisory authority competent in 
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accordance with Article 55, unless the personal data breach is unlikely to result 
in a risk to the rights and freedoms of natural persons. Where the notification 
to the supervisory authority is not made within 72 hours, it shall be 
accompanied by reasons for the delay.

2. The processor shall notify the controller without undue delay after becoming 
aware of a personal data breach.

3. The notification referred to in paragraph 1 shall at least:

(a) describe the nature of the personal data breach including where possible, 
the categories and approximate number of data subjects concerned and the 
categories and approximate number of personal data records concerned;

(b) communicate the name and contact details of the data protection officer or 
other contact point where more information can be obtained;

(c) describe the likely consequences of the personal data breach;

(d) describe the measures taken or proposed to be taken by the controller to 
address the personal data breach, including, where appropriate, measures to 
mitigate its possible adverse effects.

4. Where, and in so far as, it is not possible to provide the information at the same 
time, the information may be provided in phases without undue further delay.

5. The controller shall document any personal data breaches, comprising the facts 
relating to the personal data breach, its effects and the remedial action taken. 
That documentation shall enable the supervisory authority to verify compliance 
with this Article.

1. When the personal data breach is likely to result in a high risk to the rights 
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and freedoms of natural persons, the controller shall communicate the personal 
data breach to the data subject without undue delay.

2. The communication to the data subject referred to in paragraph 1 of this 
Article shall describe in clear and plain language the nature of the personal 
data breach and contain at least the information and measures referred to in 
points (b), (c) and (d) of Article 33(3).

3. The communication to the data subject referred to in paragraph 1 shall not be 
required if any of the following conditions are met:

(a) the controller has implemented appropriate technical and organisational 
protection measures, and those measures were applied to the personal data 
affected by the personal data breach, in particular those that render the 
personal data unintelligible to any person who is not authorised to access 
it, such as encryption;

(b) the controller has taken subsequent measures which ensure that the high 
risk to the rights and freedoms of data subjects referred to in paragraph 1 
is no longer likely to materialise;

(c) it would involve disproportionate effort. In such a case, there shall instead 
be a public communication or similar measure whereby the data subjects 
are informed in an equally effective manner.

4. If the controller has not already communicated the personal data breach to the 
data subject, the supervisory authority, having considered the likelihood of the 
personal data breach resulting in a high risk, may require it to do so or may 
decide that any of the conditions referred to in paragraph 3 are met.

1. The controller and the processor shall designate a data protection officer in any 
case where:
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(a) the processing is carried out by a public authority or body, except for 
courts acting in their judicial capacity;

(b) the core activities of the controller or the processor consist of processing 
operations which, by virtue of their nature, their scope and/or their 
purposes, require regular and systematic monitoring of data subjects on a 
large scale; or

(c) the core activities of the controller or the processor consist of processing 
on a large scale of special categories of data pursuant to Article 9 and 
personal data relating to criminal convictions and offences referred to in 
Article 10.

2. A group of undertakings may appoint a single data protection officer provided 
that a data protection officer is easily accessible from each establishment.

3. Where the controller or the processor is a public authority or body, a single 
data protection officer may be designated for several such authorities or bodies, 
taking account of their organisational structure and size.

4. In cases other than those referred to in paragraph 1, the controller or processor 
or associations and other bodies representing categories of controllers or 
processors may or, where required by Union or Member State law shall, 
designate a data protection officer. The data protection officer may act for such 
associations and other bodies representing controllers or processors.

5. The data protection officer shall be designated on the basis of professional 
qualities and, in particular, expert knowledge of data protection law and 
practices and the ability to fulfil the tasks referred to in Article 39.

6. The data protection officer may be a staff member of the controller or 
processor, or fulfil the tasks on the basis of a service contract.

7. The controller or the processor shall publish the contact details of the data 
protection officer and communicate them to the supervisory authority.
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1. The Member States, the supervisory authorities, the Board and the Commission 
shall encourage the drawing up of codes of conduct intended to contribute to 
the proper application of this Regulation, taking account of the specific features 
of the various processing sectors and the specific needs of micro, small and 
medium-sized enterprises.

2. Associations and other bodies representing categories of controllers or 
processors may prepare codes of conduct, or amend or extend such codes, for 
the purpose of specifying the application of this Regulation, such as with 
regard to:

(a) fair and transparent processing;

(b) the legitimate interests pursued by controllers in specific contexts;

(c) the collection of personal data;

(d) the pseudonymisation of personal data;

(e) the information provided to the public and to data subjects;

(f) the exercise of the rights of data subjects;

(g) the information provided to, and the protection of, children, and the 
manner in which the consent of the holders of parental responsibility over 
children is to be obtained;

(h) the measures and procedures referred to in Articles 24 and 25 and the 
measures to ensure security of processing referred to in Article 32;

(i) the notification of personal data breaches to supervisory authorities and the 
communication of such personal data breaches to data subjects;

(j) the transfer of personal data to third countries or international organisations; or
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(k) out-of-court proceedings and other dispute resolution procedures for 
resolving disputes between controllers and data subjects with regard to 
processing, without prejudice to the rights of data subjects pursuant to 
Articles 77 and 79.

3. In addition to adherence by controllers or processors subject to this Regulation, 
codes of conduct approved pursuant to paragraph 5 of this Article and having 
general validity pursuant to paragraph 9 of this Article may also be adhered to 
by controllers or processors that are not subject to this Regulation pursuant to 
Article 3 in order to provide appropriate safeguards within the framework of 
personal data transfers to third countries or international organisations under the 
terms referred to in point (e) of Article 46(2). Such controllers or processors 
shall make binding and enforceable commitments, via contractual or other 
legally binding instruments, to apply those appropriate safeguards including 
with regard to the rights of data subjects.

4. A code of conduct referred to in paragraph 2 of this Article shall contain 
mechanisms which enable the body referred to in Article 41(1) to carry out 
the mandatory monitoring of compliance with its provisions by the controllers 
or processors which undertake to apply it, without prejudice to the tasks and 
powers of supervisory authorities competent pursuant to Article 55 or 56.

5. Associations and other bodies referred to in paragraph 2 of this Article which 
intend to prepare a code of conduct or to amend or extend an existing code 
shall submit the draft code, amendment or extension to the supervisory 
authority which is competent pursuant to Article 55. The supervisory authority 
shall provide an opinion on whether the draft code, amendment or extension 
complies with this Regulation and shall approve that draft code, amendment or 
extension if it finds that it provides sufficient appropriate safeguards.

6. Where the draft code, or amendment or extension is approved in accordance 
with paragraph 5, and where the code of conduct concerned does not relate to 
processing activities in several Member States, the supervisory authority shall 
register and publish the code.
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7. Where a draft code of conduct relates to processing activities in several 
Member States, the supervisory authority which is competent pursuant to 
Article 55 shall, before approving the draft code, amendment or extension, 
submit it in the procedure referred to in Article 63 to the Board which shall 
provide an opinion on whether the draft code, amendment or extension 
complies with this Regulation or, in the situation referred to in paragraph 3 of 
this Article, provides appropriate safeguards.

8. Where the opinion referred to in paragraph 7 confirms that the draft code, 
amendment or extension complies with this Regulation, or, in the situation 
referred to in paragraph 3, provides appropriate safeguards, the Board shall 
submit its opinion to the Commission.

9. The Commission may, by way of implementing acts, decide that the approved 
code of conduct, amendment or extension submitted to it pursuant to paragraph 
8 of this Article have general validity within the Union. Those implementing 
acts shall be adopted in accordance with the examination procedure set out in 
Article 93(2).

10. The Commission shall ensure appropriate publicity for the approved codes 
which have been decided as having general validity in accordance with 
paragraph 9.

11. The Board shall collate all approved codes of conduct, amendments and 
extensions in a register and shall make them publicly available by way of 
appropriate means.

1. Without prejudice to the tasks and powers of the competent supervisory 
authority under Articles 57 and 58, the monitoring of compliance with a code 
of conduct pursuant to Article 40 may be carried out by a body which has an 
appropriate level of expertise in relation to the subject-matter of the code and 
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is accredited for that purpose by the competent supervisory authority.

2. A body as referred to in paragraph 1 may be accredited to monitor compliance 
with a code of conduct where that body has:

(a) demonstrated its independence and expertise in relation to the subject-matter 
of the code to the satisfaction of the competent supervisory authority;

(b) established procedures which allow it to assess the eligibility of controllers 
and processors concerned to apply the code, to monitor their compliance 
with its provisions and to periodically review its operation;

(c) established procedures and structures to handle complaints about 
infringements of the code or the manner in which the code has been, or 
is being, implemented by a controller or processor, and to make those 
procedures and structures transparent to data subjects and the public; and

(d) demonstrated to the satisfaction of the competent supervisory authority that 
its tasks and duties do not result in a conflict of interests.

3. The competent supervisory authority shall submit the draft criteria for 
accreditation of a body as referred to in paragraph 1 of this Article to the 
Board pursuant to the consistency mechanism referred to in Article 63.

4. Without prejudice to the tasks and powers of the competent supervisory 
authority and the provisions of Chapter VIII, a body as referred to in 
paragraph 1 of this Article shall, subject to appropriate safeguards, take 
appropriate action in cases of infringement of the code by a controller or 
processor, including suspension or exclusion of the controller or processor 
concerned from the code. It shall inform the competent supervisory authority of 
such actions and the reasons for taking them.

5. The competent supervisory authority shall revoke the accreditation of a body as 
referred to in paragraph 1 if the conditions for accreditation are not, or are no 
longer, met or where actions taken by the body infringe this Regulation.
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6. This Article shall not apply to processing carried out by public authorities and 
bodies.

1. The Member States, the supervisory authorities, the Board and the Commission 
shall encourage, in particular at Union level, the establishment of data 
protection certification mechanisms and of data protection seals and marks, for 
the purpose of demonstrating compliance with this Regulation of processing 
operations by controllers and processors. The specific needs of micro, small 
and medium-sized enterprises shall be taken into account.

2. In addition to adherence by controllers or processors subject to this Regulation, 
data protection certification mechanisms, seals or marks approved pursuant to 
paragraph 5 of this Article may be established for the purpose of 
demonstrating the existence of appropriate safeguards provided by controllers or 
processors that are not subject to this Regulation pursuant to Article 3 within 
the framework of personal data transfers to third countries or international 
organisations under the terms referred to in point (f) of Article 46(2). Such 
controllers or processors shall make binding and enforceable commitments, via 
contractual or other legally binding instruments, to apply those appropriate 
safeguards, including with regard to the rights of data subjects.

3. The certification shall be voluntary and available via a process that is 
transparent.

4. A certification pursuant to this Article does not reduce the responsibility of the 
controller or the processor for compliance with this Regulation and is without 
prejudice to the tasks and powers of the supervisory authorities which are 
competent pursuant to Article 55 or 56.

5. A certification pursuant to this Article shall be issued by the certification 
bodies referred to in Article 43 or by the competent supervisory authority, on 
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the basis of criteria approved by that competent supervisory authority pursuant 
to Article 58(3) or by the Board pursuant to Article 63. Where the criteria are 
approved by the Board, this may result in a common certification, the 
European Data Protection Seal.

6. The controller or processor which submits its processing to the certification 
mechanism shall provide the certification body referred to in Article 43, or 
where applicable, the competent supervisory authority, with all information and 
access to its processing activities which are necessary to conduct the 
certification procedure.

7. Certification shall be issued to a controller or processor for a maximum period 
of three years and may be renewed, under the same conditions, provided that 
the relevant requirements continue to be met. Certification shall be withdrawn, 
as applicable, by the certification bodies referred to in Article 43 or by the 
competent supervisory authority where the requirements for the certification are 
not or are no longer met.

8. The Board shall collate all certification mechanisms and data protection seals 
and marks in a register and shall make them publicly available by any 
appropriate means.

1. Without prejudice to the tasks and powers of the competent supervisory 
authority under Articles 57 and 58, certification bodies which have an 
appropriate level of expertise in relation to data protection shall, after 
informing the supervisory authority in order to allow it to exercise its powers 
pursuant to point (h) of Article 58(2) where necessary, issue and renew 
certification. Member States shall ensure that those certification bodies are 
accredited by one or both of the following:

(a) the supervisory authority which is competent pursuant to Article 55 or 56;
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(b) the national accreditation body named in accordance with Regulation (EC) 
No 765/2008 of the European Parliament and of the Council (20) in 
accordance with EN-ISO/IEC 17065/2012 and with the additional 
requirements established by the supervisory authority which is competent 
pursuant to Article 55 or 56.

2. Certification bodies referred to in paragraph 1 shall be accredited in accordance 
with that paragraph only where they have:

(a) demonstrated their independence and expertise in relation to the 
subject-matter of the certification to the satisfaction of the competent 
supervisory authority;

(b) undertaken to respect the criteria referred to in Article 42(5) and approved 
by the supervisory authority which is competent pursuant to Article 55 or 
56 or by the Board pursuant to Article 63;

(c) established procedures for the issuing, periodic review and withdrawal of 
data protection certification, seals and marks;

(d) established procedures and structures to handle complaints about 
infringements of the certification or the manner in which the certification 
has been, or is being, implemented by the controller or processor, and to 
make those procedures and structures transparent to data subjects and the 
public; and

(e) demonstrated, to the satisfaction of the competent supervisory authority, that 
their tasks and duties do not result in a conflict of interests.

3. The accreditation of certification bodies as referred to in paragraphs 1 and 2 of 
this Article shall take place on the basis of criteria approved by the 
supervisory authority which is competent pursuant to Article 55 or 56 or by 
the Board pursuant to Article 63. In the case of accreditation pursuant to point 
(b) of paragraph 1 of this Article, those requirements shall complement those 
envisaged in Regulation (EC) No 765/2008 and the technical rules that describe 
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the methods and procedures of the certification bodies.

4. The certification bodies referred to in paragraph 1 shall be responsible for the 
proper assessment leading to the certification or the withdrawal of such 
certification without prejudice to the responsibility of the controller or processor 
for compliance with this Regulation. The accreditation shall be issued for a 
maximum period of five years and may be renewed on the same conditions 
provided that the certification body meets the requirements set out in this 
Article.

5. The certification bodies referred to in paragraph 1 shall provide the competent 
supervisory authorities with the reasons for granting or withdrawing the 
requested certification.

6. The requirements referred to in paragraph 3 of this Article and the criteria 
referred to in Article 42(5) shall be made public by the supervisory authority 
in an easily accessible form. The supervisory authorities shall also transmit 
those requirements and criteria to the Board. The Board shall collate all 
certification mechanisms and data protection seals in a register and shall make 
them publicly available by any appropriate means.

7. Without prejudice to Chapter VIII, the competent supervisory authority or the 
national accreditation body shall revoke an accreditation of a certification body 
pursuant to paragraph 1 of this Article where the conditions for the 
accreditation are not, or are no longer, met or where actions taken by a 
certification body infringe this Regulation.

8. The Commission shall be empowered to adopt delegated acts in accordance 
with Article 92 for the purpose of specifying the requirements to be taken into 
account for the data protection certification mechanisms referred to in Article 
42(1).

9. The Commission may adopt implementing acts laying down technical standards 
for certification mechanisms and data protection seals and marks, and 
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mechanisms to promote and recognise those certification mechanisms, seals and 
marks. Those implementing acts shall be adopted in accordance with the 
examination procedure referred to in Article 93(2).

Any transfer of personal data which are undergoing processing or are intended for 
processing after transfer to a third country or to an international organisation shall 
take place only if, subject to the other provisions of this Regulation, the 
conditions laid down in this Chapter are complied with by the controller and 
processor, including for onward transfers of personal data from the third country 
or an international organisation to another third country or to another international 
organisation. All provisions in this Chapter shall be applied in order to ensure 
that the level of protection of natural persons guaranteed by this Regulation is not 
undermined.

1. A transfer of personal data to a third country or an international organisation 
may take place where the Commission has decided that the third country, a 
territory or one or more specified sectors within that third country, or the 
international organisation in question ensures an adequate level of protection. 
Such a transfer shall not require any specific authorisation.

2. When assessing the adequacy of the level of protection, the Commission shall, 
in particular, take account of the following elements:

(a) the rule of law, respect for human rights and fundamental freedoms, 
relevant legislation, both general and sectoral, including concerning public 
security, defence, national security and criminal law and the access of 
public authorities to personal data, as well as the implementation of such 
legislation, data protection rules, professional rules and security measures, 
including rules for the onward transfer of personal data to another third 
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country or international organisation which are complied with in that 
country or international organisation, case-law, as well as effective and 
enforceable data subject rights and effective administrative and judicial 
redress for the data subjects whose personal data are being transferred;

(b) the existence and effective functioning of one or more independent 
supervisory authorities in the third country or to which an international 
organisation is subject, with responsibility for ensuring and enforcing 
compliance with the data protection rules, including adequate enforcement 
powers, for assisting and advising the data subjects in exercising their 
rights and for cooperation with the supervisory authorities of the Member 
States; and

(c) the international commitments the third country or international organisation 
concerned has entered into, or other obligations arising from legally 
binding conventions or instruments as well as from its participation in 
multilateral or regional systems, in particular in relation to the protection 
of personal data.

3. The Commission, after assessing the adequacy of the level of protection, may 
decide, by means of implementing act, that a third country, a territory or one 
or more specified sectors within a third country, or an international 
organisation ensures an adequate level of protection within the meaning of 
paragraph 2 of this Article. The implementing act shall provide for a 
mechanism for a periodic review, at least every four years, which shall take 
into account all relevant developments in the third country or international 
organisation. The implementing act shall specify its territorial and sectoral 
application and, where applicable, identify the supervisory authority or 
authorities referred to in point (b) of paragraph 2 of this Article. The 
implementing act shall be adopted in accordance with the examination 
procedure referred to in Article 93(2).

4. The Commission shall, on an ongoing basis, monitor developments in third 
countries and international organisations that could affect the functioning of 
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decisions adopted pursuant to paragraph 3 of this Article and decisions adopted 
on the basis of Article 25(6) of Directive 95/46/EC.

5. The Commission shall, where available information reveals, in particular 
following the review referred to in paragraph 3 of this Article, that a third 
country, a territory or one or more specified sectors within a third country, or 
an international organisation no longer ensures an adequate level of protection 
within the meaning of paragraph 2 of this Article, to the extent necessary, 
repeal, amend or suspend the decision referred to in paragraph 3 of this 
Article by means of implementing acts without retro-active effect. Those 
implementing acts shall be adopted in accordance with the examination 
procedure referred to in Article 93(2).
On duly justified imperative grounds of urgency, the Commission shall adopt 
immediately applicable implementing acts in accordance with the procedure 
referred to in Article 93(3).

6. The Commission shall enter into consultations with the third country or 
international organisation with a view to remedying the situation giving rise to 
the decision made pursuant to paragraph 5.

7. A decision pursuant to paragraph 5 of this Article is without prejudice to 
transfers of personal data to the third country, a territory or one or more 
specified sectors within that third country, or the international organisation in 
question pursuant to Articles 46 to 49.

8. The Commission shall publish in the Official Journal of the European Union 
and on its website a list of the third countries, territories and specified sectors 
within a third country and international organisations for which it has decided 
that an adequate level of protection is or is no longer ensured.

9. Decisions adopted by the Commission on the basis of Article 25(6) of 
Directive 95/46/EC shall remain in force until amended, replaced or repealed 
by a Commission Decision adopted in accordance with paragraph 3 or 5 of 
this Article.
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1. In the absence of a decision pursuant to Article 45(3), a controller or processor 
may transfer personal data to a third country or an international organisation 
only if the controller or processor has provided appropriate safeguards, and on 
condition that enforceable data subject rights and effective legal remedies for 
data subjects are available.

2. The appropriate safeguards referred to in paragraph 1 may be provided for, 
without requiring any specific authorisation from a supervisory authority, by:

(a) a legally binding and enforceable instrument between public authorities or 
bodies;

(b) binding corporate rules in accordance with Article 47;

(c) standard data protection clauses adopted by the Commission in accordance 
with the examination procedure referred to in Article 93(2);

(d) standard data protection clauses adopted by a supervisory authority and 
approved by the Commission pursuant to the examination procedure 
referred to in Article 93(2);

(e) an approved code of conduct pursuant to Article 40 together with binding 
and enforceable commitments of the controller or processor in the third 
country to apply the appropriate safeguards, including as regards data 
subjects' rights; or

(f) an approved certification mechanism pursuant to Article 42 together with 
binding and enforceable commitments of the controller or processor in the 
third country to apply the appropriate safeguards, including as regards data 
subjects' rights.

3. Subject to the authorisation from the competent supervisory authority, the 
appropriate safeguards referred to in paragraph 1 may also be provided for, in 
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particular, by:

(a) contractual clauses between the controller or processor and the controller, 
processor or the recipient of the personal data in the third country or 
international organisation; or

(b) provisions to be inserted into administrative arrangements between public 
authorities or bodies which include enforceable and effective data subject 
rights.

4. The supervisory authority shall apply the consistency mechanism referred to in 
Article 63 in the cases referred to in paragraph 3 of this Article.

5. Authorisations by a Member State or supervisory authority on the basis of 
Article 26(2) of Directive 95/46/EC shall remain valid until amended, replaced 
or repealed, if necessary, by that supervisory authority. Decisions adopted by 
the Commission on the basis of Article 26(4) of Directive 95/46/EC shall 
remain in force until amended, replaced or repealed, if necessary, by a 
Commission Decision adopted in accordance with paragraph 2 of this Article.

1. The competent supervisory authority shall approve binding corporate rules in 
accordance with the consistency mechanism set out in Article 63, provided that 
they:

(a) are legally binding and apply to and are enforced by every member 
concerned of the group of undertakings, or group of enterprises engaged in 
a joint economic activity, including their employees;

(b) expressly confer enforceable rights on data subjects with regard to the 
processing of their personal data; and

(c) fulfil the requirements laid down in paragraph 2.
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2. The binding corporate rules referred to in paragraph 1 shall specify at least:

(a) the structure and contact details of the group of undertakings, or group of 
enterprises engaged in a joint economic activity and of each of its 
members;

(b) the data transfers or set of transfers, including the categories of personal 
data, the type of processing and its purposes, the type of data subjects 
affected and the identification of the third country or countries in question;

(c) their legally binding nature, both internally and externally;

(d) the application of the general data protection principles, in particular 
purpose limitation, data minimisation, limited storage periods, data quality, 
data protection by design and by default, legal basis for processing, 
processing of special categories of personal data, measures to ensure data 
security, and the requirements in respect of onward transfers to bodies not 
bound by the binding corporate rules;

(e) the rights of data subjects in regard to processing and the means to 
exercise those rights, including the right not to be subject to decisions 
based solely on automated processing, including profiling in accordance 
with Article 22, the right to lodge a complaint with the competent 
supervisory authority and before the competent courts of the Member 
States in accordance with Article 79, and to obtain redress and, where 
appropriate, compensation for a breach of the binding corporate rules;

(f) the acceptance by the controller or processor established on the territory of 
a Member State of liability for any breaches of the binding corporate rules 
by any member concerned not established in the Union; the controller or 
the processor shall be exempt from that liability, in whole or in part, only 
if it proves that that member is not responsible for the event giving rise 
to the damage;

(g) how the information on the binding corporate rules, in particular on the 
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provisions referred to in points (d), (e) and (f) of this paragraph is 
provided to the data subjects in addition to Articles 13 and 14;

(h) the tasks of any data protection officer designated in accordance with 
Article 37 or any other person or entity in charge of the monitoring 
compliance with the binding corporate rules within the group of 
undertakings, or group of enterprises engaged in a joint economic activity, 
as well as monitoring training and complaint-handling;

(i) the complaint procedures;

(j) the mechanisms within the group of undertakings, or group of enterprises 
engaged in a joint economic activity for ensuring the verification of 
compliance with the binding corporate rules. Such mechanisms shall 
include data protection audits and methods for ensuring corrective actions 
to protect the rights of the data subject. Results of such verification 
should be communicated to the person or entity referred to in point (h) 
and to the board of the controlling undertaking of a group of 
undertakings, or of the group of enterprises engaged in a joint economic 
activity, and should be available upon request to the competent supervisory 
authority;

(k) the mechanisms for reporting and recording changes to the rules and 
reporting those changes to the supervisory authority;

(l) the cooperation mechanism with the supervisory authority to ensure 
compliance by any member of the group of undertakings, or group of 
enterprises engaged in a joint economic activity, in particular by making 
available to the supervisory authority the results of verifications of the 
measures referred to in point (j);

(m) the mechanisms for reporting to the competent supervisory authority any 
legal requirements to which a member of the group of undertakings, or 
group of enterprises engaged in a joint economic activity is subject in a 
third country which are likely to have a substantial adverse effect on the 
guarantees provided by the binding corporate rules; and
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(n) the appropriate data protection training to personnel having permanent or 
regular access to personal data.

3. The Commission may specify the format and procedures for the exchange of 
information between controllers, processors and supervisory authorities for 
binding corporate rules within the meaning of this Article. Those implementing 
acts shall be adopted in accordance with the examination procedure set out in 
Article 93(2).

Any judgment of a court or tribunal and any decision of an administrative 
authority of a third country requiring a controller or processor to transfer or 
disclose personal data may only be recognised or enforceable in any manner if 
based on an international agreement, such as a mutual legal assistance treaty, in 
force between the requesting third country and the Union or a Member State, 
without prejudice to other grounds for transfer pursuant to this Chapter.

1. In the absence of an adequacy decision pursuant to Article 45(3), or of 
appropriate safeguards pursuant to Article 46, including binding corporate rules, 
a transfer or a set of transfers of personal data to a third country or an 
international organisation shall take place only on one of the following 
conditions:

(a) the data subject has explicitly consented to the proposed transfer, after 
having been informed of the possible risks of such transfers for the data 
subject due to the absence of an adequacy decision and appropriate 
safeguards;

(b) the transfer is necessary for the performance of a contract between the 
data subject and the controller or the implementation of pre-contractual 
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measures taken at the data subject's request;

(c) the transfer is necessary for the conclusion or performance of a contract 
concluded in the interest of the data subject between the controller and 
another natural or legal person;

(d) the transfer is necessary for important reasons of public interest;

(e) the transfer is necessary for the establishment, exercise or defence of legal 
claims;

(f) the transfer is necessary in order to protect the vital interests of the data 
subject or of other persons, where the data subject is physically or legally 
incapable of giving consent;

(g) the transfer is made from a register which according to Union or Member 
State law is intended to provide information to the public and which is 
open to consultation either by the public in general or by any person who 
can demonstrate a legitimate interest, but only to the extent that the 
conditions laid down by Union or Member State law for consultation are 
fulfilled in the particular case.

Where a transfer could not be based on a provision in Article 45 or 46, 
including the provisions on binding corporate rules, and none of the derogations 
for a specific situation referred to in the first subparagraph of this paragraph is 
applicable, a transfer to a third country or an international organisation may take 
place only if the transfer is not repetitive, concerns only a limited number of data 
subjects, is necessary for the purposes of compelling legitimate interests pursued 
by the controller which are not overridden by the interests or rights and freedoms 
of the data subject, and the controller has assessed all the circumstances 
surrounding the data transfer and has on the basis of that assessment provided 
suitable safeguards with regard to the protection of personal data. The controller 
shall inform the supervisory authority of the transfer. The controller shall, in 
addition to providing the information referred to in Articles 13 and 14, inform the 
data subject of the transfer and on the compelling legitimate interests pursued.
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2. A transfer pursuant to point (g) of the first subparagraph of paragraph 1 shall 
not involve the entirety of the personal data or entire categories of the 
personal data contained in the register. Where the register is intended for 
consultation by persons having a legitimate interest, the transfer shall be made 
only at the request of those persons or if they are to be the recipients.

3. Points (a), (b) and (c) of the first subparagraph of paragraph 1 and the second 
subparagraph thereof shall not apply to activities carried out by public 
authorities in the exercise of their public powers.

4. The public interest referred to in point (d) of the first subparagraph of 
paragraph 1 shall be recognised in Union law or in the law of the Member 
State to which the controller is subject.

5. In the absence of an adequacy decision, Union or Member State law may, for 
important reasons of public interest, expressly set limits to the transfer of 
specific categories of personal data to a third country or an international 
organisation. Member States shall notify such provisions to the Commission.

6. The controller or processor shall document the assessment as well as the 
suitable safeguards referred to in the second subparagraph of paragraph 1 of 
this Article in the records referred to in Article 30.

In relation to third countries and international organisations, the Commission and 
supervisory authorities shall take appropriate steps to:

(a) develop international cooperation mechanisms to facilitate the effective 
enforcement of legislation for the protection of personal data;

(b) provide international mutual assistance in the enforcement of legislation for 
the protection of personal data, including through notification, complaint 
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referral, investigative assistance and information exchange, subject to 
appropriate safeguards for the protection of personal data and other 
fundamental rights and freedoms;

(c) engage relevant stakeholders in discussion and activities aimed at furthering 
international cooperation in the enforcement of legislation for the protection 
of personal data;

(d) promote the exchange and documentation of personal data protection 
legislation and practice, including on jurisdictional conflicts with third 
countries.

1. The European Data Protection Board (the Board ) is hereby established as a 
body of the Union and shall have legal personality.

2. The Board shall be represented by its Chair.

3. The Board shall be composed of the head of one supervisory authority of each 
Member State and of the European Data Protection Supervisor, or their 
respective representatives.

4. Where in a Member State more than one supervisory authority is responsible 
for monitoring the application of the provisions pursuant to this Regulation, a 
joint representative shall be appointed in accordance with that Member State's 
law.

5. The Commission shall have the right to participate in the activities and 
meetings of the Board without voting right. The Commission shall designate a 
representative. The Chair of the Board shall communicate to the Commission 
the activities of the Board.

6. In the cases referred to in Article 65, the European Data Protection Supervisor 
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shall have voting rights only on decisions which concern principles and rules 
applicable to the Union institutions, bodies, offices and agencies which 
correspond in substance to those of this Regulation.

5. Infringements of the following provisions shall, in accordance with paragraph 2, 
be subject to administrative fines up to 20 000 000 EUR, or in the case of an 
undertaking, up to 4 % of the total worldwide annual turnover of the 
preceding financial year, whichever is higher:

(c) the transfers of personal data to a recipient in a third country or an 
international organisation pursuant to Articles 44 to 49;

1. Directive 95/46/EC is repealed with effect from 25 May 2018.

2. References to the repealed Directive shall be construed as references to this 
Regulation. References to the Working Party on the Protection of Individuals 
with regard to the Processing of Personal Data established by Article 29 of 
Directive 95/46/EC shall be construed as references to the European Data 
Protection Board established by this Regulation.
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5.1 (U) Forwarding of Intercepted Material. FOREIGN COMMUNICATIONS 
collected by the USSS may be forwarded as intercepted to NSA/CSS, 
intermediate processing faci lities, and collaborating centers for further 
processing and analysis to determine whet her the communications contain 
foreign intelligence.

5.2 (U) Information from nonpublic communications acquired in bulk that contain 
personal information to, from, or about non-U.S. persons may be used only for 
the purposes of detecting and countering:

a. (U) Espionage and other threats and activities directed by foreign powers or 
their intelligence services against the United States and its interests; 

b. (U) Threats to the United States and its interests from terrorism;

c. (U) Threats to the United States and its interests from the development, 
possession, proliferation, or use of weapons of mass destruction;

d. (U) Cybersecurity threats;

e. (U) Th reats to U.S. or allied armed forces or other U.S or allied 
personnel; and

f. (U) Transnational criminal threats, including illicit finance and sanctions 
evasion related to the other purposes described above. 
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Competition law is generally acknowledged as a dynamic area of modern law,  
whose philosophy and content are evolving exceptionally quickly because of the 
rapid 

A competition or antitrust law and policy scheme was established in the United States in 1890, 
through the Sherman Act, which is said to be the first antitrust law in the world. This work 
continues to use the title competition law for the body of law that prohibits anti-competitive 
agreements, the abuse of market dominance and mergers that inhibit competition, except when 
referring to US antitrust law. 
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